San Antonio Police Department

Research and Planning Unit

The following is a comprehensive history of the San Antonio Police Department’s General Manual
Procedure 410 — Body Worn Cameras. This documents includes the first procedure adopted upon
implementation of its BWC program and all subsequent updates as of June 8, 2023. Changes in the
procedure are new verbiage, highlighted in yellow, and deleted verbiage is struck out and highlighted in
blue. The breakout s as follows:

Gen.
Version Effective Date Ord. | Explanation
Pilot February 19,2014 | None Procedure for the Pilot Program conducted to selecta BWC
Program system,

This procedure was created to provide instructions on the

Original | November 10,2015 | 15-10 wearing of and use of Body Worn Cameras.
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.01

.02

.03

.04

.05

INTRODUCTION

The purpose ofthis procedure s to establish guidelines for the Body Worn Digital Recording Systems (BWDRS) Pilot
Program and the equipment assigned to the San Antonio Police Officers for capturing audio/video evidence with
BWDRS of police interactions.

POLICY

A. Officers participating in this pilot project and with properly functioning BWDRS shall make a recording of all
events surrounding the contact, stop, detention, interview and arrestof suspected violators asoutlined in Section
.05 and maintain this recorded evidence for consideration in criminal prosecution.

B. Allaudio/videorecordings generated on Department-owned equipmentare the property ofthe San Antonio Police
Department. The copying or reproducing of any audio/video recording files generated by members of the
Department foruse outside of Department business is prohibited. Requests forcopies will be processed by the
Video Evidence Custodian.

C. Distribution of any audio/videorecordings generated by Department members in any format or forany purpose
must be in compliance with this procedure and applicable unit SOPs.

ADMINISTRATIVE

A. All generated audio/video files will be retained according to Section .14 of this procedure.

B. Standardized viewing privileges of audio/video files for administrative and investigatory purposes shall be as
follows:

1. All officers will be able to view their own recordings;

2. Detective Investigators and above willhave viewing privileges forallrecordings.
START UP
A. At thestart of theirshift, Police Officers will perform a functiontest of thecamera to ensure the unit powers on
and recording initiates. (Note: officers do not need to validate recording via Back Office client, as this would
require a physical connection to the workstation in orderto upload video). The test should:
1. Ensure properalignment and positioning of the camera.

2. Ensurethe dateandtime is correct.

3. Perform a functional test by activating the camera, and stating theirname, badge number and the date. IF
POSSIBLE, The officer will then playback therecordingto ensure the system recorded correctly.

B. Officersshallnot placeany objects in frontof any camera thatmay interfere with recording of video.

RECORDING

A. Officers are not required to advise citizens they are being recorded or show any citizen a video which they
recorded.

A. Officers shallbegin recording the followingevents and continue recording until it is concluded; any deviations
will require a supervisor’s approval and mustbe documented in the officer’s report or CFS comment entry field.

1. Upon observationof suspicious or criminal behavior;

General Manual Procedures —Section 400 Tecfmical Procedures Page 10of 7 Effective Date: February 19, 2014




San Antonio Police Department
GENERAL ORDER

Body Worn Digital Recording Systems

2. Officerinitiated contacts:
a. Arrests

b. Field contacts

c. Traffic stops

d. During all prisoner or witness transports. If an officer arrives at a facility that is recorded, such as
headquarters or the Magistrate’s Office, the officer will cease recording upon entering the facility or
transferring custody of the prisoner/witness

3. Contact with complainants regarding crimes against persons ; and

4. Ininstances where the Officer reasonably believes that therecordingmay provideevidence in a criminal
or internal investigation.

B. Subsequent arrest, handcuffing, and search of violators should take place in view of the camera when practical
and in accordance with Departmental policy and this procedure. All arrests, handcuffing, and searches occurring
out of view of the camera mustbe documented in the officer’s report or CFS commententry field (i.e., searching
an arrestee on the sidewalk instead of directly in frontof patrol vehicle dueto traffic).

C. Officersmay stop recordingan event where its use may compromise police operations. All stoppages mustbe
documented in the officer’s report or CFS comment entry field.

1. Examples include but are not limited to: conversations with criminal informants, private conversations
between officers or command personnel, working tra ffic control or performing crime scene duties.

2. The camerashould be turned on immediately should a significantevent arise.

3. Officers encountering tactical situations where use of the BWDRS would place them at a tactical
disadvantage (i.e., building searches for armed actors) should place the receiver BWDRS in either “stealth”
or “covert’ mode (if available on the system being tested), or turn it off.

D. Stoppage ofthe BWDRS must be documented in the officer’s reportor CFS comment entry field.
E. RecordingSuspected DWI Violators

1.  When anofficermakes a decisionto start an investigation of a violator, the officer shall a ctivate the BWDRS
and may verbally articulate the initial traffic violation observed, thus starting the process of building
reasonable suspicion. This articulation should continue through the entire recording including the field

sobriety testing, arrest, search and transportation ofthe suspect.

2.  When stoppingthe violator, the officer positions the police vehicle approximately two carlengths behind
the suspect’s vehicle in order to create a proper arena of performance.

3. Optimum lighting should beused at night whenever possible:

a. Lowbeam headlights andtakedown lights should beused during BWDRS video recording. High beam
and spotlights shouldbe used only whenneeded for the safety of the suspectand officer.

b. When Standardized Field Sobriety Tests (SFSTs) are being performed, no spotlights should be directed
atthe offender’s vehicle, and should only be pointedat the ground. Also, wigwag headlights shallnot
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beused, and the frontstrobe lights, if so equipped, shall be turned off. The rear strobes may beactivated
forsuspect and officer sa fety.

The officer should articulate reasonable suspicionand probable causeas it develops. As needed, the officer
removes the suspect from the suspect’s vehicle and escorts him to theright rear ofthe suspect vehicle, with
the suspect facingthe police vehicle. The officer should standso asto observe the suspectas wellas any
otheroccupants in the vehicle and to monitor vehicle tra ffic.

Any intoxicants foundin the suspect vehicle, as well as any evidence seized, shallbe brought in view of
the camera and the officer shall articulate the description of the evidence in order to record such
information.

I. Officersshallnot:

1.

7.

Intentionally create digital recordings of other employeesin areas where a reasonable expectation of privacy
exists such as lockerrooms, restrooms, etc.

The use of the BWDRS system for the clandestine recording of the voiceorimage ofa memberofthe
Departmentis prohibited unless specifically authorized by the Office of the Chief.

Knowingly record undercoverofficers or confidential informants

Use a departmentally owned officer-worn digitalrecording device to record any type of personal
activities

Allow non-sworn personnel to view the DME without permission from the officer's immediate supervisor.
Governmental employees who are directly involved in the investigation and/or prosecution ofa criminal case
related to the DME or who work in Internal Affairs or IT Services supporting BWDRS are exempt from
this provision

Create recordings in patient careareas of medical facilitiesunless the recording is for official police business

such asa criminal investigation, dying declaration, Horizontal Gaze Nystagmus (HGN) on injured drivers, or
a specific call forpolice service

Intentionally recordjuveniles unless evidentiary in nature as authorized by the Family Code.

06 WHENDEACTIVATION OF BWDRS EQUIPMENT IS AUTHORIZED

A. Unless otherwise permitted by this procedure, once the BWDRS is activated it shallremain onuntil the incident
hasconcluded.

B. Forthe purpose ofthis section, conclusion of theincident has occurred when:

1.

2.

3.

4.

The occurrencehas concluded;
All arrests have beenmadeand arrestees transported and released from custody ;
All witnesses and victims have been interviewed; and

The continued recording will not serve to obtain additional evidence.

C. Recordingmay cease if/when no further law enforcement actionis likely to occur (e.g. waitingon a tow truck
or family memberto arrive.

General Manual Procedures —Section 400 Tecfmical Procedures Page 3of 7 Effective Date: February 19, 2014




San Antonio Police Department
GENERAL ORDER

Body Worn Digital Recording Systems

D. Wheneverthe BWDRS equipment is deactivated during an incident the officer will provide a brief verbal
explanationforthedeactivationprior to turning off or stopping the recording and willdocument it via a report.

E. Failure to record activities as denoted in this policy will not be considered a policy violation as long as
reasonable justificationis documented via a report and articulated to the officer’s chain of command.

07. REPORTS/RECORDINGDATA ENTRY

A. Officers will upload video in accordance with the specific device’s operational instructions.

B. Whenuploading BWDRS video each officer shall properly enter pertinent data field identifiers associated with
each video, and atminimum, include the:

1. Full SAPD case number forallarrest cases orincidents requiringa case number; (In those instances
where an “X” numberis issued in lieu of a case number, theofficeris responsible forenteringthecase
numberand proper “category tag” once the case number has been generated.);

2. Traffic citationnumber(s) in the ticket number data field; and

3. Theappropriate videotagat theconclusion ofeachincident orwhenuploading video files.

4. Full CallFor Service (CFS)numberin the “Remarks” field.

5. Coverofficersareto use thecase numberand CFS numberto categorizetheir video.

C. Officersshallannotatein their reports the existence orabsence of any associated recorded audio/video file.
08. EQUIPMENT

A. Eachofficerwill beissued a BWDRS and BWDRS charger. It will be the officer’s responsibility to report for
duty with a fully charged BWDRS.

B. No memberassigned BWDRS equipment shall alter, modify, reuse, tamper with or disable the system in any
manner.

C. DepartmentBWDRS equipment shallnot be connected to unauthorized computers. Non-Department-issued
equipment shallnot be connected to any Department BWDRS device.

D. Officers assigned BWDRS equipment are responsible for ensuring the equipment remains in the operating
condition it was issued. Officers shall notify their inmediate supervisor of damaged or malfunctioning
BWDRS equipment and complete SAPD Form #162, Found Damage Report. Damaged BWDRS will be

returned to the BWDRS Program Manager.
E. Lost BWDRS will be documented via an Officers report and reported to the BWDRS Program Manager.
F. There will be no replacement BWDRS.
G. Officers promoting or who will be reassigned to duties wherethey willnot be utilizingthe BWDRS will retum

their BWDRS to the BWDRS Program Manager .

.09 VIDEO COPIES/RECORDS REQUESTS

A. Requests foraudio/video files will be handledunder the Open Records Act.
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B. A copy (forinternaluse only) of anaudio/video file maybe requested through the Video Evidence Custodian.
If such copyis provided, thefile shallnot be further copied exceptby the Video Evidence Custodian.

C. Requests for audio/video files from other criminal justice agencies are to be submitted in writing on agency
letterhead and signed by theagency’s chiefexecutive officerto the Video Evidence Custodian.

D. All copies of audio/video files will be produced by the Video Evidence Custodian. A copy is defined asa
reproduction of the primary recording of the event.

E. Requests forfiles for prosecutorial purposes may be submitted directly to the Video Evidence Custodian.

F. Requests for files from defense attorneys in county, district, or federal courts must be made through the
appropriate prosecutor.

G. Thecost forproducingthe audio/video files will be determined by the Records Unit.
H. All otherrequests foraudio/video files should be referred to the Office ofthe Chief.
I. Aninternal/electronic signaturelogwill be automatically generated and kept for every audio/video file
produced via BWDRS to document allmembers accessing the file. Members shall be prepared to justify the

reason foraccessing/viewing files.

10 COMPLAINTS RECEIVEDVIDEOREVIEW

A. When a complaint is received alleging misconduct involving an officer who is assigned a BWDRS, the
following procedures shall be followed:

1. TheInternal Affairs Unit shall first determine if BWDRS evidenceexists. Ifso,the Internal Affairs Unit
shallrequest a copy of the video evidence and the Video Evidence Custodian shall cause this evidence to
be providedand archived.

2. The Internal Affairs Unit shall view the video of the public contact in question and determine if there is
any cause forthe allegations in the complaint.

3. If nocauseis determined, the Internal Affairs Unit shall contact the complainantand advise them a
BWDRS recording was made of the contact and the reviewing officers observed nomisconduct.

4. ThelInternal Affairs Unit shalladvise the complaining party that they may make a public records request
fora copy ofthe recording.

5. TheInternal Affairs Unit shall proceed with their established protocols if misconduct is determined.

B. An Officerrequired to respondto a citizen or administrative complaintshall ha ve the ability to review any
BWDRS recording of the subject incident

C. The Internal Affairs Investigator may, for the purposes of an investigation or complaint, exportor copy
audio/video files as needed

11 VIDEO CATEGORIZATIONAND RETENTION
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A. Officers shall categorize each video by selecting the appropriate eventtype from the menu. The categorization
labelwill determine the minimum length ofretention .

B. Videoswill be categorized based on the following criteria:
1. Event 1 —isselected forany Offense— (except DWIs) wherebya Case Numberis issued.
2. Event2—isselected forall DWI Offenses whereby a Case Number is issued.
3. Event3—isselected forinstances whereby a Case Number is issued but there is no offense.
4. Event4 —isselected forcalls which are assigned an N-Code for disposition.
5. Event5—isselected for Traffic stops and/or field contacts.
6. Event6—isselected fornon-evidentiary video such as false starts, testing, or [T administrative purposes.

VIDEO CATEGORIZATION AND RETENTION PERIODS

Event Type Category Retention Schedule
1 Case Number — Offense Indefinite
2 Case Number — Offense (DWI) Indefinite
3 Case Number — Report Only 365days
4 N-Code 180 days
5 Traffic 180 days
6 Admin/Default 180 days

C. Officersshallinclude the existence of video evidence in the case report for follow up investigations.

D. Any video consideredto have evidentiary value, which needs to be retained past the standard retention period,
must be identified by a Detective Investigator ora supervisor and have a hold request forwarded to the Records
and Administration Office through the chain of command.

E. Any video thatbecomes part ofaninternal investigation will:

1. Have all viewing privileges blocked out with the exception of personnel assigned to the Professional
Standards/Internal Affairs Unit, the Shooting Team oras assigned by the Chiefof Police. This will be done
in “Active casemanagement” and can be done remotely by those with adminrights.

2. Wil be placed on hold forindefinite retentionuntilit is no longerneeded

12  VIDEO UPLOADS

A. When an officerrecordsa call for serviceand/or incident which requires an Automated Field Report (AFR) the
officer will:

1. Ifallowed by the system, the officer will review and tagthe video with appropriate incident information.
a. Theofficerwill note atthe beginning of the narrativeof his AFR report that a videoisavailable
B. Prior to the end of shiftofficers will:

1. Gotoa designated workstation and uploadthe BWDRS video.
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2. Officers will review and tagthe video toappropriate file i.e., CFS,N-Code, Citation, or Default.
C. Special/Exigent Circumstance Video File Uploading:

1. Officersinvolved in collisions and/or otherwise not able to be return to the substation shall adhere to the
following:

a. Thenotifiedsupervisor or Patrol Supervisor shall coordinate the retrievalandupload of the BWDRS.
b. The Crime Scene Investiga tor Supervisor will then uploadthe video.
¢. Uponcompletionofthevideouploadthe BWDRS must be returned to the Officers supervisor.
2. CriticalIncidents

a. Upon the conclusion of a critical incident all Officers will return to the appropriate facility in order to
have all video manually uploaded. A BWDRS unit will NOT be returned to service until all video
evidence has beenremoved from the unit and confirmed forreleaseby CSI.

3. Failsafe Video Data includes allrecordings initiated by the officeras wellas all video (no audio) captured
throughout the entire shift, aslongas the BWDRS program is running. Failsa fe video may contain pertinent
evidentiary datarelatedto anevent, but is only available for 48 hours from the time of the incident.

a. Asupervisor mayrequestanupload of a systems Failsa fe data by submitting a requestto a CSI Sergeant.

D. All video must be downloaded by the Officerat the end oftheirassigned shift. No officeris permitted to take
a device homewhile it still contains video onit.

13 REVIEWING BWDRS VIDEO

A. Theviewingof videosisrestricted forofficialuse only. Videos may be viewed for the following purposes

a. Criminalinvestigations;

b. Intermmal Affairs or complaint reviews in accordance with Section .12, COMPLAINTS
RECEIVED/VIDEOREVIEW;
Pursuits;
Use of force reviews;
Open Record Requests (ORRs) in accordance with .11, “OPEN RECORD REQUESTS”
Officerinvolved crashes;or
Other — any purpose not listed in this procedure shall have prior approval by a supervisor and
documented in the Notes section.

Q@ o o0

B. Personnelrequiringaccess tolocked videos will send a request foraccess/viewing ofthe specific video through
their chain of command.

C. Personnelreviewing videos shallmanually document name, badge number and the purpose oftheir viewing in
the Notes field in the Coban viewer application.

D. Themakingofunauthorized copies and/or copies for personal use is prohibited.

General Manual Procedures —Section 400 Tecfmical Procedures Page 7of 7 Effective Date: February 19, 2014




ORIGINAL 15-10
EFFECTIVE DATE: November 10, 2015

Procedure was created to provide
instructions on the wearing of and use
of Body Worn Cameras.



SAN ANTONIO POLICE DEPARTMENT
GENERAL MANUAL

Procedure 410 — Body Worn Cameras

Office with Primary Effective Date: November 10, 2015

Responsibility: COoP, COB, CSB Prior Revision Date: NEW
Office(S) with Secondary | JETN oI FY TN Vo Number of Pages: [}
Responsibilities:
Forms Referenced in Procedure: SAPD FM #162 Related Procedures: None

.01 INTRODUCTION

The purpose of this procedure is to establish guidelines for the operation of body worn cameras (BWC) assigned to San
Antonio Police Officers for capturing audio/video evidence of police interactions including, but not limited to, traffic
violations, field interviews, field sobriety testing, and/or other official police activity.

.02 TERMINOLOGY

Body Worn Camera (BWC) means a bodily worn digital recording system and its components used to record audio
and video during police interactions.

Digital Media Evidence (DME) means analog or digital media, including, but not limited to, electronic recordings of
video, photograph, audio, film, magnetic and optical media, and/or the information contained therein digitally committed
to file and of probative value that is stored or transmitted in binary form.

.03 POLICY

A. ltis the policy of the San Antonio Police Department to present for prosecution audio/video evidence of traffic and
other law violations as outlined in Section .06 of this procedure. To this end, officers with properly functioning
BWC equipment shall record all events surrounding the contact, stop, detention, interview, and arrest of suspected
violators and maintain this recorded evidence for consideration in criminal prosecution.

B. All digital media evidence (DME) generated on Department-owned BWC equipment is the property of the San
Antonio Police Department. The copying or reproducing of any DME generated by members of the Department for
use outside of Department business is prohibited. Requests for copies will be processed by the Video Evidence
Custodian.

C. Distribution of any DME generated by Department members in any format or for any purpose must be in
compliance with this procedure and applicable unit SOPs.

.04 ADMINISTRATIVE
A. All generated DME will be retained according to Section .12 of this procedure.
B. DME shall not be altered, modified, misused, or tampered with,
C. Any disabling of the BWC system in any manner is prohibited.
D. Standardized viewing privileges of DME for administrative and investigatory purposes shall be as follows:
1. All officers will be able to view their own DME;

2. Detective-Investigators and above will have viewing privileges for all DME.
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.05 START UP

A. At the start of their shift, Police Officers will perform a function test of the BWC to ensure the unit powers on and
recording initiates. (Note: officers do not need to validate recording via Evidence.com). The officer should:

1. Ensure proper alignment and positioning of the BWC on the officer’s outer most garment (no object shall be
placed in front of the camera in such a manner that it interferes with or obstructs the recording of video.)

2. Perform a functions test by activating the BWC and stating their name, badge number, and the date. (If
possible, the officer will then play back the recording to ensure the system recorded correctly.)

.06 RECORDING
A. Officers are not required to advise citizens they are being recorded or show any citizen a video which they recorded.
B. Officers shall begin recording the following events and continue recording until the event is concluded. Any
deviations will require a supervisor’s approval and must be documented in the officer’s video, report, or CFS
comment entry field in accordance with Section .07 of this procedure.
1. Upon observation of suspicious or criminal behavior;
2. Upon reception of calls for service;
3. Officer initiated contacts:
a. Arrest
b. Field Contacts
c. Traffic Stops
4. During all prisoner or witness transports. If an officer arrives at a facility that is recorded, such as headquarters
or the Magistrate’s Office, the officer may cease recording upon entering the facility or  transferring  custody
of the prisoner/witness;

5. Contact with complainants regarding crimes against persons; and

6. In instances where the Officer reasonably believes that the recording may provide evidence in criminal
investigations.

C. Subsequent arrest, handcuffing and search of violators should take place in view of the camera when practical and in
accordance with Departmental policy. All arrests, handcuffing, and searches occurring out of view of the camera
must be documented in the officer’s video, report, or CFS comment entry field in accordance with Section .06 of
this procedure.

D. Officers may stop recording an event where camera use may compromise police operations. The BWC should be
turned back on immediately following the stoppage or should a significant event arise.

Examples include, but are not limited to: conversations with criminal informants, private conversations between
officers or supervisory personnel, performing crime scene duties, or situations where the officer would be placed in
a tactical disadvantage.

E. All stoppages, other than administrative functions testing or accidental activation, of the BWC must be documented
in the officer’s video, report or CFS comment entry field in accordance with Section .07 of this procedure.
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F. Recording Suspected DWI Violators

1.

When an officer makes a decision to start an investigation of a violator, the officer shall activate the BWC and
may verbally articulate the initial traffic violation observed, thus starting the process of building reasonable
suspicion. This articulation should continue through the entire recording including the field sobriety testing,
arrest, search, and transportation of the suspect.

Optimum lighting for DME recording should be considered whenever possible.
The officer should articulate reasonable suspicion and probable cause as it develops.

Any intoxicants found in the suspect vehicle, as well as any evidence seized, shall be brought in view of the
camera and the officer shall articulate the description of the evidence in order to record such information in the
officer’s video, report, or CFS comment entry field in accordance with Section .08 of this procedure.

G. Officers shall not:

1.

Intentionally create DME recordings of themselves or other employees in areas where a reasonable expectation of
privacy exists such as locker rooms, restrooms, etc.

Use the BWC for the clandestine recording of the voice or image of a member of the Department unless
specifically authorized by the Office of the Chief.

Knowingly record undercover officers or confidential informants.
Use departmentally-owned BWC equipment to record any type of personal activities.

Allow non-sworn personnel to view the DME video without permission from the officer’s immediate supervisor.
Governmental employees who are directly involved in the investigation and/or prosecution of a criminal case related
to the DME video or who work in Internal Affairs or IT Services supporting BWC are exempt from this
provision.

Create recordings in patient care areas of medical facilities unless the recording is for official police business such
as a criminal investigation, dying declaration, Horizontal Gaze Nystagmus (HGN) on injured drivers, or a specific
call for police service, in compliance with Federal HIPPA regulations.

.07 WHEN DEACTIVATION OF BWC EQUIPMENT IS AUTHORIZED

A. Unless otherwise permitted by this procedure, once the BWC is activated, it shall remain on until the incident has
concluded.

B. For the purpose of this section, conclusion of the incident has occurred when:

A. All arrests have been made and arrestees have been transported and released from custody;

B. All witnesses and victims have been interviewed; and

C. The continued recording will not serve to obtain additional evidence.

C. All stoppages, other than administrative functions testing or accidental activation, of the BWC must be documented
in the officer’s video, report or CFS comment entry field.

D. Failure to record activities as laid out in this policy will not be considered a policy violation as long as reasonable
justification is documented to the officer’s chain-of-command.

.08 REPORTS/RECORDING DATA ENTRY
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C.

D.

Officers will upload video in accordance with the specific device’s operational instructions.

Prior to uploading BWC DME, the officer shall ensure the pertinent data field identifiers associated with each video
have been annotated, and at minimum, include the following:

1. Full SAPD case number for all arrest cases or incidents requiring a case number. (In those instances where a
CFS number is issued in lieu of a case number, the officer is responsible for entering the case number and
proper “category tag” once the case number has been generated.);

2. Traffic citation number(s) in the additional data/notes field;

3. The appropriate video tag at the conclusion of each incident or when uploading video files; and

4. Full CFS number in the designated entry field.

Cover officers are to use the case number and/or CFS number to tag their video.

Officers shall annotate in their reports the existence or absence of any associated DME.

.09 EQUIPMENT

A

On an individual basis, officers will sign for and be issued a BWC as well as the device’s associated accessories. It
will be the officer’s responsibility to ensure the BWC device is fully charged and operable prior to their tour of duty.

No member assigned BWC equipment shall alter, modify, reuse, tamper with or disable the device or associated
accessories in any manner.

Department BWC equipment shall not be connected to unauthorized computers. Non-Department-issued equipment
shall not be connected to any Department-issued BWC device.

Officers assigned BWC equipment are responsible for ensuring the equipment remains in operating condition.
Officers shall notify their immediate supervisor of damaged or malfunctioning BWC equipment and complete
SAPD Form #162, Found Damage Report. Damaged BWC will be returned to the BWC Program Manager or their
designee.

Lost BWC will be documented via an officer’s report and submitted to their immediate supervisor and the BWC
Program Manager or their designee.

Replacement BWC will be issued by the BWC Program Manager or their designee.

Officers promoting or who will be reassigned to duties where they will not be utilizing the BWC will return their
BWC to the BWC Program Manager or their designee within 72 hours of the transfer.

.10 VIDEO COPIES/RECORDS REQUEST

A

C.

Requests for DME will be handled under the Open Records Act in accordance with GM Procedure 323 Release of
Police Records.

A copy (for internal use only) of DME file may be requested through the Video Evidence Custodian or their
designee. If such copy is provided, the file shall not be further copied except by the Video Evidence Custodian or
their designee.

Requests for DME from other criminal justice agencies are to be submitted in writing on agency letterhead and
signed by the agency’s chief executive officer to the Video Evidence Custodian or their designee.
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All copies of DME will be produced by the Video Evidence Custodian or their designee. A copy is defined as a
reproduction of the primary recording of the event.

Requests for DME for prosecutorial purposes may be submitted directly to the Video Evidence Custodian or their
designee.

Requests for DME from defense attorneys in county, district, or federal courts must be made through the appropriate
prosecutor.

The cost for producing the DME will be determined by the Records Unit.
All other requests for DME should be referred to the Office of the Chief.
An automated internal electronic data access log (chain-of-custody) will be generated and kept for every DME file

produced via BWC to document the authenticity of the DME. Members shall be prepared to justify the reason for
accessing/viewing DME.

.11 COMPLAINTS RECEIVED/VIDEO REVIEW

A

When a complaint is received alleging misconduct involving an officer who is assigned a BWC, the following
procedures shall be followed:

1. The officer’s immediate supervisor or Internal Affairs Unit shall determine if BWC DME exists.

2. The supervisor or Internal Affairs Unit shall view the video of the incident in question and determine if there is
any cause for the allegations in the complaint.

3. If no cause is determined, the supervisor or Internal Affairs Unit shall contact the complainant and advise them
a BWC DME was made of the incident and that no misconduct was observed.

4. The supervisor or Internal Affairs Unit shall advise the complaining party that they may make an open records
request for a copy of the DME.

5. The supervisor or Internal Affairs Unit shall proceed with their established protocols if misconduct is
determined.

An officer responding to a citizen or administrative complaint shall have the ability to review any BWC DME of the
incident in question.

The Internal Affairs Investigator may, for the purposes of an investigation or complaint, export or copy DME as
needed.

.12 VIDEO CATEGORIZATION AND RETENTION

A

Officers shall categorize each video by selecting the appropriate event type from the menu. The categorization label
will determine the minimum length of retention.

Videos will be categorized based on the following criteria:
1. Event 0 —is selected for non-evidentiary video such as false starts, testing, or IT administrative purposes;
2. Event CRA —is selected for all CRASH or traffic accidents whereby a Case Number is used;

3. Event DWI - is selected for all DWI Offenses whereby a Case Number is used;
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4. Event FOR — selected for all Felony Offenses whereby a Case Number is used;

5. Event INC - selected for instances whereby a Case Number is issued but there is no offense;
6. Event MOR - selected for all Misdemeanor Offenses whereby a Case Number is used;

7. Event NC — is selected for calls which are assigned an N-Code for disposition; and

8. Event TS —is selected for Traffic Stops.

VIDEO CATEGORIZATION AND RETENTION PERIODS
Event Code Category Retention Schedule
0 Admin/Default 180 days
CRA Crash 180 days
DWI DWI 3,650 days
FOR Felony Offense Report 3,650 days
INC Incident 180 days
MOR Misdemeanor Offense Report 730 days
NC N-Code 180 days
TS Traffic 180 days

C. Officers shall include the existence of DME in the case report for follow-up investigation.

D. Any video considered to have evidentiary value, which needs to be retained past the standard retention period, must
be identified by a Detective Investigator or a supervisor and have a hold request forwarded to the Records and
Administration Office through the chain-of-command.

E. Any video that becomes part of an internal investigation will:

1. Have all viewing privileges blocked out with the exception of personnel assigned to the Professional
Standards/Internal Affairs Unit, the Shooting Team, or as assigned by the Chief of Police. This will be done in
“active case management” and can be done remotely by those with administrative rights.
2. Be placed on hold for indefinite retention until it is no longer needed.
.13 VIDEO UPLOADS

A. When an officer records a call for service and/or incident which requires an Automated Field Report (AFR), the
officer will review and tag the video with appropriate incident information. The officer will note at the beginning of
the narrative of his AFR that a DME is available.

B. Prior to the end of their duty day the officer will:

1. Go to a designated docking station and upload the BWC video;
2. Officers will ensure all DME are tagged appropriately i.e. CFS, N-Code, Citation, or Default.

C. Special/Exigent Circumstance DME Uploading.

1. Officers involved in collisions and/or otherwise not able to be return to the substation shall adhere to the
following:

a. The notified supervisor or Patrol Supervisor shall coordinate the retrieval and upload of the BWC,;

b. The Crime Scene Investigator Supervisor will then upload the BWC (if applicable);
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c. Upon completion of the video upload, the BWC must be returned to the Officer’s supervisor.
2. Critical Incidents
a.  Upon the conclusion of a critical incident, all officers will return to the appropriate facility in order to have
all DME uploaded. The BWC device will not be returned to service until all DME has been removed and

completion confirmation of upload has been received; either automated or by CSI.

All video must be uploaded before the officer’s next assigned shift. No officer is permitted to take a BWC home

while it still contains video on it, unless authorized by the Unit/Division Commander or accordance with Section .16

of this procedure.

.14 SUPERVISOR RESPONSIBILITIES

A

Supervisors shall ensure officers are using the recording equipment according to established guidelines, policies, and
procedures.

1. Supervisors, on a quarterly basis, will review at least one recording for all officers under their command to
ensure proper usage of recording equipment and adherence to established policy and procedures.

2. Supervisors will only review recordings from Type 2-8 category of events, in accordance with Section .11 of
this procedure.

3. Supervisors will take corrective action for any procedural violation they observe and document the findings on
the proper form.

Supervisors shall record all incidents (i.e. use of force, officer involved accidents, and complaints on officers) when
requested or required to respond, in addition to those listed under Section .06B of this procedure.

Supervisors shall view the recordings of all use of force incidents, police vehicle crashes, and police pursuits prior to
completing their evaluations.

Supervisors may view the recordings of their subordinates in the field at any time during the shift.

Minor infractions (non-criminal) discovered during the routine reviews of recorded material should be addressed by
the reviewing supervisor, including retraining when appropriate. Disciplinary actions will be addressed in
accordance with GM Proc. 303, Disciplinary Procedures.

Any supervisor made aware of damaged or malfunctioning recording equipment shall arrange for repair or
replacement of the equipment. Damage shall be inspected by the supervisor and he/she will make every attempt to
locate and assign a working BWC system to the officer.

.15 REVIEWING DME

A

The viewing of videos is restricted for official use only. Videos may be viewed for the following purposes:
1. Criminal investigations;

2. Internal Affairs or complaint reviews in accordance with Section .11 of this procedure;

3. Pursuits;

4. Use of force reviews;
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D.

E.

5. Open Record Requests (ORRs) in accordance with Section .10 of this procedure;
6. Officer involved crashes; or
7. Other — any purpose not listed in this procedure shall have prior documented approval by a supervisor.

Personnel requiring access to locked videos will send a request for access/viewing of the specific DME through their
chain-of-command.

Personnel reviewing DME shall manually document name, badge number, and the purpose of their viewing in the
“notes” field in the BWC application.

An officer is entitled to access any recording of an incident involving the officer before the officer is required to
make a statement about the incident.

The making of unauthorized copies is prohibited.

.16 USE OF BWC OFF-DUTY

A

Officers working off-duty as an extension of police services shall utilize their BWCs in accordance with this
procedure.

Officers shall dock and upload their BWC on their next regularly scheduled duty day or within 72 hours of their last
regular duty assignment.

1. Officers are required to appropriately tag all DME taken while working off-duty employment in accordance
with .12 VIDEO CATEGORIZATION AND RETENTION within 24 hours of being uploaded.

2. Video left uncategorized will be forwarded to the officer’s first line supervisor for review and possible
disciplinary action.
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.01

.02

.03

.04

INTRODUCTION

The purpose of this procedure is to establish guidelines for the operation of Body Worn Cameras (BWC) assigned to San
Antonio Police Officers for capturing audio/video evidence of police interactions including, but not limited to, traffic
violations, field interviews, field sobriety testing, and/or other official police activity.

TERMINOLOGY

Body Worn Camera (BWC) means a bodily worn digital recording system and its components used to record
audio/video during police interactions.

Digital Media Evidence (DME) means analog or digital media, including, but not limited to, electronic recordings of
video, photograph, audio, film, magnetic and optical media, and/or the information contained therein digitally committed
to file and of probative value that is stored or transmitted in binary form.

Cloud Storage means a model in which data is stored on remote servers accessed from the internet. It is maintained,
operated and managed by a cloud storage service provider contracted by the department.

POLICY

A. ltis the policy of the San Antonio Police Department to present for prosecution audio/video evidence of traffic and
other law violations as outlined in Section .06 of this procedure. To this end, Officers with properly functioning
BW(C equipment shall record all events surrounding the contact, stop, detention, interview, and arrest of suspected
violators and maintain this recorded evidence for consideration in criminal prosecution.

B. All DME generated on Department-owned BWC equipment is the property of the San Antonio Police Department.
The copying or reproducing of any DME generated by members of the Department for use outside of Department
business is prohibited. Requests for copies will be processed by the Departments Video Evidence Custodian.

C. Distribution of any DME generated by Department members in any format or for any purpose must be in
compliance with this procedure and applicable unit SOPs.

D. All Officers shall be assigned BWC equipment issued by the Department and properly trained in its functions and
procedures before use. Officers shall use the issued BWC equipment while wearing the command uniform,
regulation uniform, formal uniform or unit-specific uniform as specified in Procedure 310, in accordance with this
procedure and applicable unit SOPs. Officers wearing relaxed apparel or honor guard uniform shall be excluded
from wearing the BWC.

E. The BWC program shall be reviewed and updated continuously by Research & Planning as the program moves
forward.

ADMINISTRATIVE
A. All generated DME will be retained according to Section .12 of this procedure.

B. DME shall not be altered, modified, misused, or tampered with.
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C. Any disabling of the BWC system in any manner is prohibited.

D. Any unauthorized decals, emblems, symbols or other advertisement affixed to the device are prohibited. A label
containing identifiable markings, affixed to the rear of the BWC device not visible while worn is authorized.

E. Standardized viewing privileges of DME for administrative and investigatory purposes shall be as follows:
1. All Officers will be able to view their own DME;
2. Detective-Investigators and above will have viewing privileges for all DME.
.05 START UP

A. At the start of their shift, Peliee Officers will perform a function test of the BWC to ensure the unit powers on and
recording initiates. (Note: Officers do not need to validate recording via Evidence.com). The Officer should:

1. Ensure proper alignment and positioning of the BWC on the front of the Officer’s outer most garment (no
object shall be placed in front of the camera in such a manner that it interferes with or obstructs the recording of
video); and

2. Perform a functions test by activating the BWC and stating their name, badge number, and the date. (If possible,
the Officer will then play back the recording to ensure the system recorded correctly).

.06 RECORDING

A. Officers are not required to advise citizens they are being recorded or show any citizen a video which they recorded;
furthermore, Officers should not activate/deactivate the BWC solely upon the request of a citizen.

B. Officers shall create a Call for Service (CFS) and/or Case number for any self-initiated video at the time of
recording. Officers shall stop recording at the end of each CFS/Case number and start a separate recording for each
new CFS/Case number assigned or initiated.

C. Officers shall use the recording to gather pertinent information for composing reports, training, and
investigatory purposes.

D. Officers shall begin recording the following events and continue recording until the event is concluded; (Any
deviations will require a supervisor’s approval and must be documented in the Officer’s video, report, or CFS
comment entry field in accordance with Section .07 of this procedure):

1. Upon observation of suspicious or criminal behavior;
2. Ypen+eceptionof CFS; Upon reception of or response to CFS, whether dispatched or not;
3. Officer-initiated contacts:

a. Arrest,

b. Field Contacts,

c. Traffic/Pedestrian Stops,

d. Vehicle/Foot Pursuits;
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4.

During all prisoner or witness transports. If an officer arrives at a facility that is recorded, such as Public Safety
Head Quarters (PSHQ) or the Magistrate’s Office, the Officer may cease recording upon entering the facility or
transferring custody of the prisoner/witness;

: n 1ai linceri . :

5.

7.

In instances where the Officer reasonably believes that the recording may provide evidence in criminal
investigations;

Service of search or arrest warrants on the premises of a residence, business or building, if the Officer is
assisting in such service of search or arrest warrants; and

Citizen-initiated contacts or flagged down requests for public safety services.

E. Subsequent arrest, handcuffing and search of violators should take place in view of the camera when practical and in
accordance with Departmental policies. All arrests, handcuffing, and searches occurring out of view of the camera
must be documented in the Officer’s video, report, or CFS comment entry field in accordance with Section .06 of
this procedure.

F. Officers shall not stop or mute a recording during a public encounter or assigned CFS, except for the following
reasons.

1.

Officers may stop and/or mute:

a. Encounters with undercover officers or confidential informants;

b. Personal relief or break and;

Officers may momentarily mute only:

a. Conversations that involve police and/or case tactics or strategy and;

b. Personal emergency matters of a sensitive nature (i.e. family emergency, medical emergency, catastrophic
event).

Officers may mute, with Supervisors approval only, where Officers duties are unlikely to lead to information
relevant to a case, (i.e. directing traffic, preserving a crime scene). The BWC audio shall be reactivated
immediately if the circumstances change or any police action is to be taken.

G. All stoppages and/or mutings, other than administrative functions testing or accidental activation, of the BWC must
be verbally documented—stating a specific reason—in the Officer’s video, and report or CFS comment entry field
in accordance with Section .07 of this procedure.
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H. When an Officer makes the decision to start an investigation, or at the start of the initial CFS, the Officer
may verbally articulate facts or observations that may be noteworthy. This articulation may continue throughout
the entire recording. (Note: This does not apply to DWI investigations, Procedure 507, Sec .04.)

I.  Officers shall not:

1. Intentionally create DME recordings of themselves or other employees in areas where a reasonable expectation of
privacy exists such as locker rooms, restrooms, etc.

2. Beassigned to a new call before the end of their current call, due to video recording restrictions.

3. Use the BWC for the clandestine recording of the voice or image of a member of the Department unless
specifically authorized by the Office of the Chief.

4. Knowingly record undercover officers or confidential informants.

5. Use Departmentally-owned BWC equipment to record any type of personal activities.

6. Allow non-sworn personnel to view the DME video without permission from the Officer’s immediate supervisor.
Governmental employees who are directly involved in the investigation and/or prosecution of a criminal case related
to the DME video or who work in Internal Affairs or IT Services supporting BWC are exempt from this
provision.

7. Create recordings in patient care areas of any medical or mental health facilities unless the recording is for official
police business such as a criminal investigation, dying declaration, Horizontal Gaze Nystagmus (HGN) on injured
drivers, or a specific call for police service, in compliance with Federal HIPPA regulations.

8. Record any court facility, legal proceeding (i.e. deposition, city council meetings) or, secured governmental
facility.

9. Upload or convert DME for use on any type of social media.

J.  Officers shall notify a Supervisor immediately if he/she accidently records, or is aware of any of the listed
incidents:

1. An Officer, SAPD employee, COSA employee, or authorized person in a designated private area (i.e.
restroom, locker room), accessible to the Officer, shall notify a supervisor immediately of the recording;

2. Anindividual in a designated private area (i.e. restroom, locker room) where the video is non-evidentiary;

3. A Personal conversation among Officers or other employees, where the video is non-evidentiary:
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K.

When responding to a call or initiating any activity in which an explosive device, suspected explosive device or
Hazardous Materials Environment is present, the officer will, prior to exiting their vehicle, ensure that their in-car
system is recording and remove their microphone and/or BWC and leave it in their vehicle. The removing of the
microphone and/or BWC and leaving it in the vehicle must be clearly documented in the officer’s report or CFS
comment entry field.

.07 WHEN DEACTIVATION OF BWC EQUIPMENT IS AUTHORIZED

A.

Unless otherwise permitted by this procedure, once the BWC is activated, it shall remain on until the incident has
concluded.

For the purpose of this section, conclusion of the incident has occurred when;

1. All arrests have been made and arrestees have been transported and released from custody;
2. All witnesses and victims have been interviewed; and

3. The continued recording will not serve to obtain additional evidence.

All stoppages other than administrative functions testing or accidental activation, of the BWC must be documented
in the Officer’s video. report, or CFS comment entry field.

Failure to record activities as laid out in this policy will not be considered a policy violation as long as reasonable
justification is documented. te-the Officer’s-chain-of-command.

.08 REPORTS/RECORDING DATA ENTRY

A

B.

Officers will upload video in accordance with the specific device’s operational instructions.

Upon completion of a call and termination of a BWC recording, the system will auto tag the DME, the officer shall
enter the pertinent data field identifiers associated with each video (e.g. citation #, warning #, etc.), in the CFS/Case
notes section before being placed in service.

Cover Officers are to use the case number and/or CFS number to tag their video.

Officers shall annotate in their reports the existence or absence of any associated DME.

.09 EQUIPMENT
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.10

On an individual basis, Officers will sign for and be issued a BWC as well as the device’s associated accessories. It
will be the Officer’s responsibility to ensure the BWC device is fully charged and operable prior to their tour of

duty.

No member assigned BWC equipment shall alter, modify, reuse, tamper with or disable the device or associated
accessories in any manner.

Department BWC equipment shall not be connected to unauthorized computers. Non-Department-issued equipment
shall not be connected to any Department-issued BWC device.

Officers assigned BWC equipment are responsible for ensuring the equipment remains in operating condition.
Officers shall notify their immediate supervisor of damaged or malfunctioning BWC equipment and complete

SAPD Form #162 Found-DamageReport SAPD Form BWC2, Body Worn Camera Equipment Replacement
Receipt.

Officers shall report lost/damaged BWC’s to their immediate supervisor. Damaged BWC will be returned by the

supervisor to the ITSD Client Services Technician or their designee. to—theBWC Program—Manager—ortheir
designee: Prior to officer returning to duty, the supervisor shall remove the lost/damaged BWC serial # associated

with the officer in Evidence.com and replace it with the newly assigned BWC serial #

G.

Officers promoting or who will be reassigned to duties where they will not be utilizing the BWC will return their

BW(C to their immediate supervisor the-BW.C-Program-Managerortheirdesigree within 72 hours of the transfer.

Prior to the Officer’s new duty assignment, the supervisor shall remove the BWC serial # from Evidence.com and
notify the ITSD Client Services Technician or their designee.

Officers will use only Department-approved BWC equipment, cloud storage, and download stations.

VIDEO COPIES/RECORDS REQUEST

A.

G.

Requests for DME will be handled under the Open Records Act in accordance with GM Procedure 323, Release of
Police Records.

A copy (for internal use only) of DME file may be requested through the Video Evidence Custodian or their
designee. If such copy is provided, the file shall not be further copied except by the Video Evidence Custodian or
their designee.

Requests for DME from other criminal justice agencies are to be submitted in writing on agency letterhead and
signed by the agency’s Chief Executive Officer to the Video Evidence Custodian or their designee.

All copies of DME will be produced by the Video Evidence Custodian or their designee. A copy is defined as a
reproduction of the primary recording of the event.

Requests for DME for prosecutorial purposes may be submitted directly to the Video Evidence Custodian or their
designee.

Requests for DME from defense attorneys in county, district, or federal courts must be made through the appropriate
prosecutor.

The cost for producing the DME will be determined by the Records Unit.
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A1

A2

All other requests for DME should be referred to the Office of the Chief of Police.

An automated internal electronic data access log (chain-of-custody) will be generated and kept for every DME file
produced via BWC to document the authenticity of the DME. Members shall be prepared to justify the reason for
accessing/viewing DME.

The release of all digital evidence created/generated through the use of BWC will only be conducted under the
statutes and limitations outlined in the Texas Occupation Code, Title 10. Occupations Related to Law Enforcement
and Security, Chapter 1701. Law Enforcement Officers

COMPLAINTS RECEIVED/VIDEO REVIEW

A

When a complaint is received alleging misconduct involving an Officer who is assigned a BWC, the following
procedures shall be followed:

1. The Officer’s immediate supervisor or Internal Affairs Unit shall determine if BVE any police originated DME
exists.

2. The supervisor or Internal Affairs Unit shall view the video(s) of the incident in question and determine if there
is any cause for the allegations in the complaint.

3. If no cause is determined, the supervisor or Internal Affairs Unit shall contact the complainant and advise them
aBWE police originated DME was-made-of exists for the incident and that no misconduct was observed.

4. The supervisor or Internal Affairs Unit shall advise the complaining party that they may make an open records
request for copy/copies of the police originated DME.

5. The supervisor or Internal Affairs Unit shall proceed with their established protocols if misconduct is
determined.

An Officer who is the respondent to a citizen or administrative complaint shall have the ability to review any BWE
police originated DME and/or any police originated DME audit trail of the incident in question.

The Internal Affairs Investigator may, for the purposes of an investigation or complaint, export or copy any and all
police originated DME as needed.

VIDEO CATEGORIZATION AND RETENTION

A

After stopping the recording, Officers shall categorize each video afterstoppingthereecording by selecting the
appropriate event type from the menu and shall include the existence of video evidence in the police report for

follow up investigations.

The categorization label will determine the minimum length of retention. Videos will be categorized based on the
following criteria beginning on December 9, 2014:

1. Event 0 —is selected for non-evidentiary video such as false starts, testing, or IT administrative purposes;
2. Event CRA —is selected for all CRASH or traffic accidents whereby a Case Number is used;
3. Event DWI - is selected for all DWI Offenses whereby a Case Number is used;

4. Event FOR — selected for all Felony Offenses whereby a Case Number is used;
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5. Event INC — selected for instances whereby a Case Number is issued but there is no offense;
6. Event MOR — selected for all Misdemeanor Offenses whereby a Case Number is used;
7. Event NC —is selected for calls which are assigned an N-Code for disposition; and

8. Event TS —is selected for Traffic Stops.

VIDEO CATEGORIZATION AND RETENTION PERIODS
Event Code Category Retention Schedule
0 Admin/Default 180 days
CRA Crash 180 days
DWI DWI 3,650 days
FOR Felony Offense Report (see .12C) 3,650 days
INC Incident 180 days
MOR Misdemeanor Offense Report 730 days
NC N-Code 180 days
TS Traffic 180 days

C. Any/all videos initially categorized or upgraded to a Capital Felony or First Degree Felony must be retained for a
minimum of 50 years (18,250 days) in accordance with the Texas State Library and Archive Commission (Record #
PS-4125-05b). Capital Felony/First Degree Felony, or any other video having evidentiary value, which needs to be
retained past the standard retention period, must be identified by a Detective Investigator or a supervisor and have a
hold request with an expiration date forwarded to the Records and Administration Office through the chain of
command.

= ool ari | investiation will:

D. Any video that becomes part of an internal investigation will:
1. Have all viewing privileges blocked out with the exception of personnel assigned to the Professional
Standards/Internal Affairs Unit, the Shooting Team, or as assigned by the Chief of Police. This will be done in
“active case management” and can be done remotely by those with administrative rights.

2. Be placed on hold for indefinite retention until it is no longer needed.

E. Non-evidentiary, accidental recordings tagged under event 0 which contain personal and/or sensitive material and
which fall under Section .06J, may be deleted when:

1. Animmediate supervisor is notified in writing; the supervisor notifies a systems administrator, who will restrict
the video;

2. Reviewed by a supervisor from the office of the Chief of Police;
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3. Reviewed by a Deputy Chief;

4. Reviewed and finalized by Police Audio/Video Records Specialist.

.13 VIDEO UPLOADS

A. Prior to the end of their duty day the officer will:go to a designated docking station and upload the BWC DME. The
DME will then be uploaded to the departments contract cloud based storage.

B. Special/Exigent Circumstance DME Uploading.

1. If Officers are involved in collisions and/or are otherwise unable to return to the substation, supervisors shall
adhere to the following:

a. The notified supervisor or Patrol Supervisor shall coordinate the retrieval and upload of the BWC;
b. The Crime Scene Investigator Supervisor will then upload the BWC (if applicable);
c. Upon completion of the video upload, the BWC must be returned to the Officer’s supervisor.
2. Critical Incidents
a. Upon the conclusion of a critical incident, all Officers will return to the appropriate facility in order to have
all DME uploaded. The BWC device will not be returned to service until all DME has been removed and
completion confirmation of upload has been received ekther—automated—or by the CSI supervisor or
designee.
C. All video must be uploaded before the Officer’s next assigned shift. No Officer is permitted to take a BWC home
while it still contains video on it, unless authorized by the Ynit/Division—Cemmander on duty Sergeant or in
accordance with Section .16 of this procedure.

.14 SUPERVISOR RESPONSIBILITIES

A. Supervisors shall ensure Officers are using the recording equipment according to established guidelines, policies,
and procedures.

1. Supervisors, on a quarterly basis, will review at least one recording for all Officers under their command to
ensure proper usage of recording equipment and adherence to established policy and procedures.

2. Supervisors will only review recordings from Type 2-8 category of events, in accordance with Section .11 of
this procedure.

3. Supervisors will take corrective action for any procedural violation they observe and document the findings on
the proper form.
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A5

16

Supervisors shall record all incidents (i.e. use of force, Officer-involved accidents, and complaints against Officers)
when requested or required to respond, in addition to those listed under Section .06BD of this procedure.

Supervisors shall view the recordings of all use of force incidents, police vehicle crashes, and police pursuits prior to
completing their evaluations.

Supervisors may view the recordings of their subordinates in the field at any time during the shift.

Minor infractions (non-criminal) discovered during the routine reviews of recorded material should be addressed by
the reviewing supervisor, including retraining when appropriate. Disciplinary actions will be addressed in
accordance with GM Proc. 303, Disciplinary Procedures.

Any supervisor made aware of damaged or malfunctioning recording equipment shall arrange for repair or
replacement of the equipment. Damage shall be inspected by the supervisor and he/she will make every attempt to
locate and assign a working BWC system to the Officer. Supervisors shall replace the damaged/malfunctioning
BWTC in accordance with Section .09E of this procedure.

REVIEWING DME

A

E.

The viewing of videos is restricted for official use only. Videos may be viewed for the following purposes:
1. Criminal investigations;

2. Internal Affairs or complaint reviews in accordance with Section .11 of this procedure;

3. Pursuits;

4. Use of force reviews;

5. Open Record Requests (ORRs) in accordance with Section .10 of this procedure;

6. Officer involved crashes; or

7. Other — any purpose not listed in this procedure shall have prior documented approval by a supervisor.

Personnel requiring access to locked videos will send a request for access/viewing of the specific DME through their
chain-of-command.

Personnel reviewing DME shall manually document name, badge number, and the purpose of their viewing in the
“notes” field in the BWC application.

An Officer is entitled to access any police originated DME recording of an incident involving the Officer before the
Officer is required to make a statement about the incident.

The making of unauthorized copies is prohibited.

USE OF BWC OFF-DUTY

A

Officers working off-duty, with an approved off-duty employment permit, as an extension of police services shall
utilize their BWCs in accordance with this procedure.

Off-duty Officers involved in an incident, where the BWC is used to collect DME, shall notify dispatch for a CFS or
Case number to be assigned, so that proper tagging of the DME can occur.
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C. Officers requiring the use of BWC for off duty employment are allowed to utilize the BWC with video not yet
uploaded.

D. Officers shall dock and upload their BWC on their next regularly scheduled duty day or within 48 72 hours of their
last regular duty assignment (in an effort to prevent loss or tampering of evidence). An Officer may request to go
beyond the 72 hour period with the approval of a Sergeant Lieuterant or above, as per Section .13D of this
procedure.

E. If, while off-duty, the officer’s BWC is lost/damaged, the officer shall refer to Section .09E of this procedure to
obtain a replacement.

.17 TRAINING VIDEOS

A. Officers/Supervisors aware of recorded files containing material that may be deemed beneficial as training material
shall direct notification up the chain-of-command.

B. The Training Academy Commander may, with the approval of the Chief of Police, use such recording for training
purposes, taking into consideration pending judicial and/or administrative investigations.
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.01 INTRODUCTION

.02

.03

.04

The purpose of this procedure is to establish guidelines for the operation of Body Worn Cameras (BWC) assigned to San
Antonio Police Officers for capturing audio/video evidence of police interactions including, but not limited to, traffic
violations, field interviews, field sobriety testing, and/or other official police activity.

TERMINOLOGY

Body Worn Camera (BWC) means a bodily worn digital recording system and its components used to record
audio/video during police interactions.

Digital Media Evidence (DME) means analog or digital media, including, but not limited to, electronic recordings of
video, photograph, audio, film, magnetic and optical media, and/or the information contained therein digitally committed
to file and of probative value that is stored or transmitted in binary form.

Cloud Storage means a model in which data is stored on remote servers accessed from the internet. It is maintained,
operated and managed by a cloud storage service provider contracted by the department.

POLICY

A. ltis the policy of the San Antonio Police Department to present for prosecution audio/video evidence of traffic and
other law violations as outlined in Section .06 of this procedure. To this end, Officers with properly functioning
BWC equipment shall record all events surrounding the contact, stop, detention, interview, and arrest of suspected
violators and maintain this recorded evidence for consideration in criminal prosecution.

B. AIll DME generated on Department-owned BWC equipment is the property of the San Antonio Police Department.
The copying or reproducing of any DME generated by members of the Department for use outside of Department
business is prohibited. Requests for copies will be processed by the Departments Video Evidence Custodian.

C. Distribution of any DME generated by Department members in any format or for any purpose must be in
compliance with this procedure and applicable unit SOPs.

D. All Officers shall be assigned BWC equipment issued by the Department and properly trained in its functions and
procedures before use. Officers shall use the issued BWC equipment while wearing the command uniform,
regulation uniform, formal uniform or unit-specific uniform as specified in Procedure 310, in accordance with this
procedure and applicable unit SOPs. Officers wearing relaxed apparel or honor guard uniform shall be excluded
from wearing the BWC.

E. The BWC program shall be reviewed and updated continuously by Research & Planning as the program moves
forward.

ADMINISTRATIVE

A. All generated DME will be retained according to Section .12 of this procedure.
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B. DME shall not be altered, modified, misused, or tampered with.
C. Any disabling of the BWC system in any manner is prohibited.

D. Any unauthorized decals, emblems, symbols or other advertisement affixed to the device are prohibited. A label
containing identifiable markings, affixed to the rear of the BWC device not visible while worn is authorized.

E. Standardized viewing privileges of DME for administrative and investigatory purposes shall be as follows:
1. All Officers will be able to view their own DME;
2. Detective-Investigators and above will have viewing privileges for all DME.
.05 START UP

A. At the start of their

ording 0 g do-hne d-to-valida ording-\i id €0 e-Offi ould: shall

ensure proper alignment and positioning of the BWC on the front of the Officer’s outer most garment (no fixed
object shall be placed in front of the camera in such a manner that it interferes with or obstructs the recording of
video). Officers shall ensure that the BWC is operational by powering the unit on and confirming the status of the
indicator LED’s.

.06 RECORDING

A. Officers are not required to advise citizens they are being recorded or show any citizen a video which they recorded;
furthermore, Officers should not activate/deactivate the BWC solely upon the request of a citizen.

B. Officers shall create a Call for Service (CFS) and/or Case number for any self-initiated video at the time of
recording. Officers shall stop recording at the end of each CFS/Case humber and start a separate recording for each
new CFS/Case number assigned or initiated.

C. Officers shall use the recording to gather pertinent information for composing reports, training, and
investigatory purposes.

D. Officers shall begin recording the following events and continue recording until the event is concluded; (Any
deviations will require a supervisor’s approval and must be documented in the Officer’s video, report, or CFS
comment entry field in accordance with Section .07 of this procedure):

1. Upon observation of suspicious or criminal behavior;
2. Upon reception of or response to CFS, whether dispatched or not;
3. Officer-initiated contacts:

a. Arrest,

b. Field Contacts,

c. Traffic/Pedestrian Stops,
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d. Vehicle/Foot Pursuits;

4. During all prisoner or witness transports. If an officer arrives at a facility that is recorded, such as Public Safety
Head Quarters (PSHQ) or the Magistrate’s Office, the Officer may cease recording upon entering the facility or
transferring custody of the prisoner/witness;

5. In instances where the Officer reasonably believes that the recording may provide evidence in criminal
investigations;

6. Service of search or arrest warrants on the premises of a residence, business or building, if the Officer is
assisting in such service of search or arrest warrants; and

7. Citizen-initiated contacts or flagged down requests for public safety services.

E. Subsequent arrest, handcuffing and search of violators should take place in view of the camera when practical and in
accordance with Departmental policies. All arrests, handcuffing, and searches occurring out of view of the camera
must be documented in the Officer’s video, report, or CFS comment entry field in accordance with Section .06 of
this procedure.

F. Officers shall not stop or mute a recording during a public encounter or assigned CFS, except for the following
reasons.

1. Officers may stop and/or mute:
a. Encounters with undercover officers or confidential informants;
b. Personal relief or break and;
2. Officers may momentarily mute only:
a. Conversations that involve police and/or case tactics or strategy and;

b.  Personal emergency matters of a sensitive nature (i.e. family emergency, medical emergency, catastrophic
event).

3. Officers may mute, with Supervisors approval only, where Officers duties are unlikely to lead to information
relevant to a case, (i.e. directing traffic, preserving a crime scene). The BWC audio shall be reactivated
immediately if the circumstances change or any police action is to be taken.

G. All stoppages and/or mutings, other than administrative functions testing or accidental activation, of the BWC must
be verbally documented—stating a specific reason—in the Officer’s video, and report or CFS comment entry field
in accordance with Section .07 of this procedure.

H. When an Officer makes the decision to start an investigation, or at the start of the initial CFS, the Officer
may verbally articulate facts or observations that may be noteworthy. This articulation may continue throughout
the entire recording. (Note: This does not apply to DWI1 investigations, Procedure 507, Sec .04.)

I.  Officers shall not:

1. Intentionally create DME recordings of themselves or other employees in areas where a reasonable expectation of
privacy exists such as locker rooms, restrooms, etc.

2. Beassigned to a new call before the end of their current call, due to video recording restrictions.
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3. Use the BWC for the clandestine recording of the voice or image of a member of the Department unless
specifically authorized by the Office of the Chief.

4. Knowingly record undercover officers or confidential informants.
5. Use Departmentally-owned BWC equipment to record any type of personal activities.

6. Allow non-sworn personnel to view the DME video without permission from the Officer’s immediate supervisor.
Governmental employees who are directly involved in the investigation and/or prosecution of a criminal case related
to the DME video or who work in Internal Affairs or IT Services supporting BWC are exempt from this
provision.

7. Create recordings in patient care areas of any medical or mental health facilities unless the recording is for official
police business such as a criminal investigation, dying declaration, Horizontal Gaze Nystagmus (HGN) on injured
drivers, or a specific call for police service, in compliance with Federal HIPPA regulations.

8. Record any court facility, legal proceeding (i.e. deposition, city council meetings) or, secured governmental
facility.

9. Upload or convert DME for use on any type of social media.

Officers shall notify a Supervisor immediately if he/she accidently records, or is aware of any of the listed
incidents:

1. An Officer, SAPD employee, COSA employee, or authorized person in a designated private area (i.e.
restroom, locker room), accessible to the Officer, shall notify a supervisor immediately of the recording;

2. Anindividual in a designated private area (i.e. restroom, locker room) where the video is non-evidentiary;
3. A Personal conversation among Officers or other employees, where the video is non-evidentiary:

When responding to a call or initiating any activity in which an explosive device, suspected explosive device or
Hazardous Materials Environment is present, the officer will, prior to exiting their vehicle, ensure that their in-car
system is recording and remove their microphone and/or BWC and leave it in their vehicle. The removing of the
microphone and/or BWC and leaving it in the vehicle must be clearly documented in the officer’s report or CFS
comment entry field.

.07 WHEN DEACTIVATION OF BWC EQUIPMENT IS AUTHORIZED

A

D.

Unless otherwise permitted by this procedure, once the BWC is activated, it shall remain on until the incident has
concluded.

For the purpose of this section, conclusion of the incident has occurred when:

1. All arrests have been made and arrestees have been transported and released from custody;
2. All witnesses and victims have been interviewed; and

3. The continued recording will not serve to obtain additional evidence.

All stoppages other than administrative functions testing or accidental activation, of the BWC must be documented
in the Officer’s video, report, or CFS comment entry field.

Failure to record activities as laid out in this policy will not be considered a policy violation as long as reasonable
justification is documented.
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.08 REPORTS/RECORDING DATA ENTRY

A

B.

C.

D.

Officers will upload video in accordance with the specific device’s operational instructions.

Upon completion of a call and termination of a BWC recording, the system will auto tag the DME, the officer shall
enter the pertinent data field identifiers associated with each video (e.g. citation #, warning #, etc.), in the CFS/Case
notes section before being placed in service.

Cover Officers are to use the case number and/or CFS number to tag their video.

Officers shall annotate in their reports the existence or absence of any associated DME.

.09 EQUIPMENT

A

G.

On an individual basis, Officers will sign for and be issued a BWC as well as the device’s associated accessories. It
will be the Officer’s responsibility to ensure the BWC device is fully charged and operable prior to their tour of

duty.

No member assigned BWC equipment shall alter, modify, reuse, tamper with or disable the device or associated
accessories in any manner.

Department BWC equipment shall not be connected to unauthorized computers. Non-Department-issued equipment
shall not be connected to any Department-issued BWC device.

Officers assigned BWC equipment are responsible for ensuring the equipment remains in operating condition.
Officers shall notify their immediate supervisor of damaged or malfunctioning BWC equipment and complete
SAPD Form BWC2, Body Worn Camera Equipment Replacement Receipt.

Officers shall report lost/damaged BWC’s to their immediate supervisor. Damaged BWC will be returned by the
supervisor to the ITSD Client Services Technician or their designee. Prior to officer returning to duty, the
supervisor shall remove the lost/damaged BWC serial # associated with the officer in Evidence.com and replace it
with the newly assigned BWC serial #.

Officers promoting or who will be reassigned to duties where they will not be utilizing the BWC will return their
BWOC to their immediate supervisor within 72 hours of the transfer. Prior to the Officer’s new duty assignment,
the supervisor shall remove the BWC serial # from Evidence.com and notify the ITSD Client Services Technician
or their designee.

Officers will use only Department-approved BWC equipment, cloud storage, and download stations.

.10 VIDEO COPIES/RECORDS REQUEST

A

B.

Requests by non criminal justice agencies/individuals for DME will be handled under the Open Records Act in
accordance with GM Procedure 323, Release of Police Records.

A copy (for internal use only) of DME file may be requested through the Video Evidence Custodian or their
designee. If such copy is provided, the file shall not be further copied except by the Video Evidence Custodian or
their designee.

Requests for DME from other criminal justice agencies are to be submitted in writing on agency letterhead and
signed by the agency’s Chief Executive Officer to the Video Evidence Custodian or their designee.
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A1

A2

1. Requests for DME for prosecutorial purposes may be submitted directly to the Video Evidence Custodian or
their designee.

2. Requests for DME from defense attorneys in county, district, or federal courts must be made through the
appropriate prosecutor.

D. All copies of DME will be produced by the Video Evidence Custodian or their designee. A copy is defined as a
reproduction of the primary recording of the event.

E. The cost for producing the DME will be determined by the Records Unit.

F. All other requests for DME should be referred to the Office of the Chief of Police.

G. An automated internal electronic data access log (chain-of-custody) will be generated and kept for every DME file
produced via BWC to document the authenticity of the DME. Members shall be prepared to justify the reason for
accessing/viewing DME.

H. The release of all digital evidence created/generated through the use of BWC will only be conducted under the
statutes and limitations outlined in the Texas Occupation Code, Title 10. Occupations Related to Law Enforcement
and Security, Chapter 1701. Law Enforcement Officers

COMPLAINTS RECEIVED/VIDEO REVIEW

A. When a complaint is received alleging misconduct involving an Officer who is assigned a BWC, the following
procedures shall be followed:

1. The Officer’s immediate supervisor or Internal Affairs Unit shall determine if any police originated DME
exists.

2. The supervisor or Internal Affairs Unit shall view the video(s) of the incident in question and determine if there
is any cause for the allegations in the complaint.

3. If no cause is determined, the supervisor or Internal Affairs Unit shall contact the complainant and advise them
police originated DME exists for the incident and that no misconduct was observed.

4. The supervisor or Internal Affairs Unit shall advise the complaining party that they may make an open records
request for copy/copies of the police originated DME.

5. The supervisor or Internal Affairs Unit shall proceed with their established protocols if misconduct is
determined.

B. An Officer who is the respondent to a citizen or administrative complaint shall have the ability to review any police
originated DME and/or any police originated DME audit trail of the incident in question.

C. The Internal Affairs Investigator may, for the purposes of an investigation or complaint, export or copy any and all
police originated DME as needed.

VIDEO CATEGORIZATION AND RETENTION
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A. After stopping the recording, Officers shall categorize each video by selecting the appropriate event type from the
menu and shall include the existence of video evidence in the police report for follow up investigations.

B. The categorization label will determine the minimum length of retention. Videos will be categorized based on the
following criteria beginning on December 9, 2014:

1. Event 0 —is selected for non-evidentiary video such as false starts, testing, or IT administrative purposes;
2. Event CRA —is selected for all CRASH or traffic accidents whereby a Case Number is used;

3. Event DWI - is selected for all DWI Offenses whereby a Case Number is used;

4. Event FOR - selected for all Felony Offenses whereby a Case Number is used;

5. Event INC — selected for instances whereby a Case Number is issued but there is no offense;

6. Event MOR - selected for all Misdemeanor Offenses whereby a Case Number is used;

7. Event NC - is selected for calls which are assigned an N-Code for disposition; and

8. Event TS —is selected for Traffic Stops.

VIDEO CATEGORIZATION AND RETENTION PERIODS
Event Code Category Retention Schedule
0 Admin/Default 180 days
CRA Crash 180 days
DWI DWI 3,650 days
FOR Felony Offense Report (see .12C) 3,650 days
INC Incident 180 days
MOR Misdemeanor Offense Report 730 days
NC N-Code 180 days
TS Traffic 180 days

C. Any/all videos initially categorized or upgraded to a Capital Felony or First Degree Felony must be retained for a
minimum of 50 years (18,250 days) in accordance with the Texas State Library and Archive Commission (Record #
PS-4125-05b). Capital Felony/First Degree Felony, or any other video having evidentiary value, which needs to be
retained past the standard retention period, must be identified by a Detective Investigator or a supervisor and have a
hold request with an expiration date forwarded to the Records and Administration Office through the chain of
command.

D. Any video that becomes part of an internal investigation will:
1. Have all viewing privileges blocked out with the exception of personnel assigned to the Professional
Standards/Internal Affairs Unit, the Shooting Team, or as assigned by the Chief of Police. This will be done in
“active case management” and can be done remotely by those with administrative rights.

2. Be placed on hold for indefinite retention until it is no longer needed.

E. Non-evidentiary, accidental recordings tagged under event O which contain personal and/or sensitive material and
which fall under Section .06J, may be deleted when:

1. Animmediate supervisor is notified in writing; the supervisor notifies a systems administrator, who will restrict
the video;
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2. Reviewed by a supervisor from the office of the Chief of Police;

3. Reviewed by a Deputy Chief;

4. Reviewed and finalized by Police Audio/Video Records Specialist.

.13 VIDEO UPLOADS

A

Prior to the end of their duty day the officer will go to a designated docking station and upload the BWC DME. The
DME will then be uploaded to the departments contract cloud based storage.

Special/Exigent Circumstance DME Uploading.

1. If Officers are involved in collisions and/or are otherwise unable to return to the substation, supervisors shall
adhere to the following:

a. The notified supervisor or Patrol Supervisor shall coordinate the retrieval and upload of the BWC,;
b. The Crime Scene Investigator Supervisor will then upload the BWC (if applicable);
c.  Upon completion of the video upload, the BWC must be returned to the Officer’s supervisor.
2. Critical Incidents
a. Upon the conclusion of a critical incident, all Officers will return to the appropriate facility in order to have
all DME uploaded. The BWC device will not be returned to service until all DME has been removed and
completion confirmation of upload has been received by the CSI supervisor or designee.
All video must be uploaded before the Officer’s next assigned shift. No Officer is permitted to take a BWC home

while it still contains video on it, unless authorized by the on duty Sergeant or in accordance with Section .16 of this
procedure.

.14 SUPERVISOR RESPONSIBILITIES

A.

Supervisors shall ensure Officers are using the recording equipment according to established guidelines, policies,
and procedures.

1. Supervisors, on a quarterly basis, will review at least one recording for all Officers under their command to
ensure proper usage of recording equipment and adherence to established policy and procedures.

2. Supervisors will only review recordings from Type 2-8 category of events, in accordance with Section .11 of
this procedure.

3. Supervisors will take corrective action for any procedural violation they observe and document the findings on
the proper form.

Supervisors shall record all incidents (i.e. use of force, Officer-involved accidents, and complaints against Officers)
when requested or required to respond, in addition to those listed under Section .06D of this procedure.

Supervisors shall view the recordings of all use of force incidents, police vehicle crashes, and police pursuits prior to
completing their evaluations.

Supervisors may view the recordings of their subordinates in the field at any time during the shift.
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A5

.16

Minor infractions (non-criminal) discovered during the routine reviews of recorded material should be addressed by
the reviewing supervisor, including retraining when appropriate. Disciplinary actions will be addressed in
accordance with GM Proc. 303, Disciplinary Procedures.

Any supervisor made aware of damaged or malfunctioning recording equipment shall arrange for repair or
replacement of the equipment. Damage shall be inspected by the supervisor and he/she will make every attempt to
locate and assign a working BWC system to the Officer. Supervisors shall replace the damaged/malfunctioning
BWC in accordance with Section .09E of this procedure.

REVIEWING DME

A.

E.

The viewing of videos is restricted for official use only. Videos may be viewed for the following purposes:
1. Criminal investigations;

2. Internal Affairs or complaint reviews in accordance with Section .11 of this procedure;

3. Pursuits;

4. Use of force reviews;

5. Open Record Requests (ORRs) in accordance with Section .10 of this procedure;

6. Officer involved crashes; or

7. Other —any purpose not listed in this procedure shall have prior documented approval by a supervisor.

Personnel requiring access to locked videos will send a request for access/viewing of the specific DME through their
chain-of-command.

Personnel reviewing DME shall manually document name, badge number, and the purpose of their viewing in the
“notes” field in the BWC application.

An Officer is entitled to access any police originated DME recording of an incident involving the Officer before the
Officer is required to make a statement about the incident.

The making of unauthorized copies is prohibited.

USE OF BWC OFF-DUTY

A

Officers working off-duty, with an approved off-duty employment permit, as an extension of police services shall
utilize their BWCs in accordance with this procedure.

Off-duty Officers involved in an incident, where the BWC is used to collect DME, shall notify dispatch for a CFS or
Case number to be assigned, so that proper tagging of the DME can occur.

Officers requiring the use of BWC for off duty employment are allowed to utilize the BWC with video not yet
uploaded.

Officers shall dock and upload their BWC on their next regularly scheduled tour of duty gay or within 72 hours of
their last regular duty assignment (in an effort to prevent loss or tampering of evidence). An Officer may request to
go beyond the 72 hour period with the approval of a Sergeant or above, as per Section .13D of this procedure.

If, while off-duty, the officer’s BWC is lost/damaged, the officer shall refer to Section .09E of this procedure to
obtain a replacement.
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.18 TRAINING VIDEOS

A. Officers/Supervisors aware of recorded files containing material that may be deemed beneficial as training material
shall direct notification up the chain-of-command.

B. The Training Academy Commander may, with the approval of the Chief of Police, use such recording for training
purposes, taking into consideration pending judicial and/or administrative investigations.
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.01 INTRODUCTION

.02

.03

.04

The purpose of this procedure is to establish guidelines for the operation of Body Worn Cameras (BWC) assigned to San
Antonio Police Officers for capturing audio/video evidence of police interactions including, but not limited to, traffic
violations, field interviews, field sobriety testing, and/or other official police activity.

TERMINOLOGY

Body Worn Camera (BWC) means a bodily worn digital recording system and its components used to record
audio/video during police interactions.

Digital Media Evidence (DME) means analog or digital media, including, but not limited to, electronic recordings of
video, photograph, audio, film, magnetic and optical media, and/or the information contained therein digitally committed
to file and of probative value that is stored or transmitted in binary form.

Cloud Storage means a model in which data is stored on remote servers accessed from the internet. It is maintained,
operated and managed by a cloud storage service provider contracted by the department.

POLICY

A. It is the policy of the San Antonio Police Department to present for prosecution audio/video evidence of traffic and
other law violations as outlined in Section .06 of this procedure. To this end, Officers with properly functioning
BWC equipment shall record all events surrounding the contact, stop, detention, interview, and arrest of suspected
violators and maintain this recorded evidence for consideration in criminal prosecution.

B. All DME generated on Department-owned BWC equipment is the property of the San Antonio Police Department.
The copying or reproducing of any DME generated by members of the Department for use outside of Department
business is prohibited. Requests for copies will be processed by the Departments Video Evidence Custodian.

C. Distribution of any DME generated by Department members in any format or for any purpose must be in
compliance with this procedure and applicable unit SOPs.

D. All Officers shall be assigned BWC equipment issued by the Department and properly trained in its functions and
procedures before use. Officers shall use the issued BWC equipment while wearing the command uniform,
regulation uniform, formal uniform or unit-specific uniform as specified in Procedure 310, in accordance with this
procedure and applicable unit SOPs. Officers wearing relaxed apparel or honor guard uniform shall be excluded
from wearing the BWC.

E. The BWC program shall be reviewed and updated continuously by Research & Planning as the program moves
forward.

ADMINISTRATIVE

A. All generated DME will be retained according to Section .12 of this procedure.
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B. DME shall not be altered, modified, misused, or tampered with.
C. Any disabling of the BWC system in any manner is prohibited.

D. Any unauthorized decals, emblems, symbols or other advertisement affixed to the device are prohibited. A label
containing identifiable markings, affixed to the rear of the BWC device not visible while worn is authorized.

E. Standardized viewing privileges of DME for administrative and investigatory purposes shall be as follows:
1. All Officers will be able to view their own DME;
2. Detective-Investigators and above will have viewing privileges for all DME.

.05 START UP

A. At the start of their shift, Officers shall ensure proper alignment and positioning of the BWC on the front of the
Officer’s outer most garments (no fixed object shall be placed in front of the camera in such a manner that it
interferes with or obstructs the recording of video at any time during the course of the Officer’s duties). Officers
shall ensure that the BWC is operational by powering the unit on and confirming the status of the indicator LED’s.

.06 RECORDING

A. Officers are not required to advise citizens they are being recorded or show any citizen a video which they recorded,;
furthermore, Officers should not activate/deactivate the BWC solely upon the request of a citizen.

B. Officers shall create a Call for Service (CFS) and/or Case number for any self-initiated video at the time of
recording. Officers shall stop recording at the end of each CFS/Case number and start a separate recording for each
new CFS/Case number assigned or initiated.

C. Officers shall use the recording to gather pertinent information for composing reports, training, and
investigatory purposes.

D. Officers shall begin recording the following events and continue recording until the event is concluded; (Any
deviations will require a supervisor’s approval and must be documented in the Officer’s video, report, or CFS
comment entry field in accordance with Section .07 of this procedure):

1. Upon observation of suspicious or criminal behavior;
2. Upon reception of or response to CFS, whether dispatched or not;
3. Officer-initiated contacts:
a. Aurrest,
b. Field Contacts,
c. Traffic/Pedestrian Stops,
d. Vehicle/Foot Pursuits;
4. During all prisoner or witness transports. If an officer arrives at a facility that is recorded, such as Public Safety
Head Quarters (PSHQ) or the Magistrate’s Office, the Officer may cease recording upon entering the facility or

transferring custody of the prisoner/witness;

5. In instances where the Officer reasonably believes that the recording may provide evidence in criminal
investigations;
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6. Service of search or arrest warrants on the premises of a residence, business or building, if the Officer is
assisting in such service of search or arrest warrants; and

7. Citizen-initiated contacts or flagged down requests for public safety services.

E. Subsequent arrest, handcuffing and search of violators should take place in view of the camera when practical and in
accordance with Departmental policies. All arrests, handcuffing, and searches occurring out of view of the camera
must be documented in the Officer’s video, report, or CFS comment entry field in accordance with Section .06 of
this procedure.

F. Officers shall not stop or mute a recording during a public encounter or assigned CFS, except for the following
reasons.

1. Officers may stop and/or mute:
a. Encounters with undercover officers or confidential informants;
b. Personal relief or break and;
2. Officers may momentarily mute only:
a. Conversations that involve police and/or case tactics or strategy and;

b. Personal emergency matters of a sensitive nature (i.e. family emergency, medical emergency, catastrophic
event).

3. Officers may mute, with Supervisors approval only, where Officers duties are unlikely to lead to information
relevant to a case, (i.e. directing traffic, preserving a crime scene). The BWC audio shall be reactivated
immediately if the circumstances change or any police action is to be taken.

G. All stoppages and/or muting, other than administrative functions testing or accidental activation, of the BWC must
be verbally documented—stating a specific reason—in the Officer’s video, and report or CFS comment entry field
in accordance with Section .07 of this procedure.

H. When an Officer makes the decision to start an investigation, or at the start of the initial CFS, the Officer
may verbally articulate facts or observations that may be noteworthy. This articulation may continue throughout
the entire recording. (Note: This does not apply to DWI investigations, Procedure 507, Sec .04.)

I.  Officers shall not:

1. Intentionally create DME recordings of themselves or other employees in areas where a reasonable expectation of
privacy exists such as locker rooms, restrooms, etc.

2. Beassigned to a new call before the end of their current call, due to video recording restrictions.

3. Use the BWC for the clandestine recording of the voice or image of a member of the Department unless
specifically authorized by the Office of the Chief.

4. Knowingly record undercover officers or confidential informants.

5. Use Departmentally-owned BWC equipment to record any type of personal activities.
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K.

6. Allow non-sworn personnel to view the DME video without permission from the Officer’s immediate supervisor.
Governmental employees who are directly involved in the investigation and/or prosecution of a criminal case related
to the DME video or who work in Internal Affairs or IT Services supporting BWC are exempt from this
provision.

7. Create recordings in patient care areas of any medical or mental health facilities unless the recording is for official
police business such as a criminal investigation, dying declaration, Horizontal Gaze Nystagmus (HGN) on injured
drivers, or a specific call for police service, in compliance with Federal HIPRAA regulations.

8. Record any court facility, legal proceeding (i.e. deposition, city council meetings) or, secured governmental
facility.

9. Upload or convert DME for use on any type of social media.

Officers shall notify a Supervisor immediately if he/she accidently records, or is aware of any of the listed
incidents:

1. An Officer, SAPD employee, COSA employee, or authorized person in a designated private area (i.e.
restroom, locker room), accessible to the Officer, shall notify a supervisor immediately of the recording;

2. Anindividual in a designated private area (i.e. restroom, locker room) where the video is non-evidentiary;
3. A Personal conversation among Officers or other employees, where the video is non-evidentiary:

When responding to a call or initiating any activity in which an explosive device, suspected explosive device or
Hazardous Materials Environment is present, the officer will, prior to exiting their vehicle, ensure that their in-car
system is recording and remove their microphone and/or BWC and leave it in their vehicle. The removing of the
microphone and/or BWC and leaving it in the vehicle must be clearly documented in the officer’s report or CFS
comment entry field.

.07 WHEN DEACTIVATION OF BWC EQUIPMENT IS AUTHORIZED

A.

Unless otherwise permitted by this procedure, once the BWC is activated, it shall remain on until the incident has
concluded.

For the purpose of this section, conclusion of the incident has occurred when:

1. All arrests have been made and arrestees have been transported and released from custody;
2. All witnesses and victims have been interviewed; and

3. The continued recording will not serve to obtain additional evidence.

All stoppages other than administrative functions testing or accidental activation, of the BWC must be documented
in the Officer’s video, report, or CFS comment entry field.

Failure to record activities as laid out in this policy will not be considered a policy violation as long as reasonable
justification is documented.

.08 REPORTS/RECORDING DATA ENTRY

A

Officers will upload video in accordance with the specific device’s operational instructions.
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C.

D.

Upon completion of a call and termination of a BWC recording, the system will auto tag the DME, the officer shall
enter the pertinent data field identifiers associated with each video (e.g. citation #, warning #, etc.), in the CFS/Case
notes section before being placed in service.

Cover Officers are to use the case number and/or CFS number to tag their video.

Officers shall annotate in their reports the existence or absence of any associated DME.

.09 EQUIPMENT

A.

G.

On an individual basis, Officers will sign for and be issued a BWC as well as the device’s associated accessories. It
will be the Officer’s responsibility to ensure the BWC device is fully charged and operable prior to their tour of

duty.

No member assigned BWC equipment shall alter, modify, reuse, tamper with or disable the device or associated
accessories in any manner.

Department BWC equipment shall not be connected to unauthorized computers. Non-Department-issued equipment
shall not be connected to any Department-issued BWC device.

Officers assigned BWC equipment are responsible for ensuring the equipment remains in operating condition.
Officers shall notify their immediate supervisor of damaged or malfunctioning BWC equipment and complete
SAPD Form BWC2, Body Worn Camera Equipment Replacement Receipt.

Officers shall report lost/damaged BWC’s to their immediate supervisor. Damaged BWC will be returned by the
supervisor to the ITSD Client Services Technician or their designee. Prior to officer returning to duty, the
supervisor shall remove the lost/damaged BWC serial # associated with the officer in Evidence.com and replace it
with the newly assigned BWC serial #.

Officers promoting or who will be reassigned to duties where they will not be utilizing the BWC will return their
BWOC to their immediate supervisor within 72 hours of the transfer. Prior to the Officer’s new duty assignment,
the supervisor shall remove the BWC serial # from Evidence.com and notify the ITSD Client Services Technician
or their designee.

Officers will use only Department-approved BWC equipment, cloud storage, and download stations.

.10 VIDEO COPIES/RECORDS REQUEST

A

Requests by non criminal justice agencies/individuals for DME will be handled under the Open Records Act in
accordance with GM Procedure 323, Release of Police Records.

A copy (for internal use only) of DME file may be requested through the Video Evidence Custodian or their
designee. If such copy is provided, the file shall not be further copied except by the Video Evidence Custodian or
their designee.

Requests for DME from other criminal justice agencies are to be submitted in writing on agency letterhead and
signed by the agency’s Chief Executive Officer to the Video Evidence Custodian or their designee.

1. Requests for DME for prosecutorial purposes may be submitted directly to the Video Evidence Custodian or
their designee.

2. Requests for DME from defense attorneys in county, district, or federal courts must be made through the
appropriate prosecutor.
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All copies of DME will be produced by the Video Evidence Custodian or their designee. A copy is defined as a
reproduction of the primary recording of the event.

The cost for producing the DME will be determined by the Records Unit.

All other requests for DME should be referred to the Office of the Chief of Police.

An automated internal electronic data access log (chain-of-custody) will be generated and kept for every DME file
produced via BWC to document the authenticity of the DME. Members shall be prepared to justify the reason for
accessing/viewing DME.

The release of all digital evidence created/generated through the use of BWC will only be conducted under the

statutes and limitations outlined in the Texas Occupation Code, Title 10. Occupations Related to Law Enforcement
and Security, Chapter 1701. Law Enforcement Officers

.11 COMPLAINTS RECEIVED/VIDEO REVIEW

A

When a complaint is received alleging misconduct involving an Officer who is assigned a BWC, the following
procedures shall be followed:

1. The Officer’s immediate supervisor or Internal Affairs Unit shall determine if any police originated DME
exists.

2. The supervisor or Internal Affairs Unit shall view the video(s) of the incident in question and determine if there
is any cause for the allegations in the complaint.

3. If no cause is determined, the supervisor or Internal Affairs Unit shall contact the complainant and advise them
police originated DME exists for the incident and that no misconduct was observed.

4. The supervisor or Internal Affairs Unit shall advise the complaining party that they may make an open records
request for copy/copies of the police originated DME.

5. The supervisor or Internal Affairs Unit shall proceed with their established protocols if misconduct is
determined.

An Officer who is the respondent to a citizen or administrative complaint shall have the ability to review any police
originated DME and/or any police originated DME audit trail of the incident in question.

The Internal Affairs Investigator may, for the purposes of an investigation or complaint, export or copy any and all
police originated DME as needed.

.12 VIDEO CATEGORIZATION AND RETENTION

A

After stopping the recording, Officers shall categorize each video by selecting the appropriate event type from the
menu and shall include the existence of video evidence in the police report for follow up investigations.

The categorization label will determine the minimum length of retention. Videos will be categorized based on the
following criteria beginning on December 9, 2014:

1. Event 0 —is selected for non-evidentiary video such as false starts, testing, or IT administrative purposes;
2. Event CRA —is selected for all CRASH or traffic accidents whereby a Case Number is used;

3. Event DWI —is selected for all DWI Offenses whereby a Case Number is used;
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4. Event FOR — selected for all Felony Offenses whereby a Case Number is used;

5. Event INC — selected for instances whereby a Case Number is issued but there is no offense;
6. Event MOR - selected for all Misdemeanor Offenses whereby a Case Number is used;

7. Event NC — is selected for calls which are assigned an N-Code for disposition; and

8. Event TS —is selected for Traffic Stops.

VIDEO CATEGORIZATION AND RETENTION PERIODS
Event Code Category Retention Schedule
0 Admin/Default 180 days
CRA Crash 180 days
DWI DWI 3,650 days
FOR Felony Offense Report (see .12C) 3,650 days
INC Incident 180 days
MOR Misdemeanor Offense Report 730 days
NC N-Code 180 days
TS Traffic 180 days

C. Any/all videos initially categorized or upgraded to a Capital Felony or First Degree Felony must be retained for a
minimum of 50 years (18,250 days) in accordance with the Texas State Library and Archive Commission (Record #
PS-4125-05b). Capital Felony/First Degree Felony, or any other video having evidentiary value, which needs to be
retained past the standard retention period, must be identified by a Detective Investigator or a supervisor and have a
hold request with an expiration date forwarded to the Records and Administration Office through the chain of
command.

D. Any video that becomes part of an internal investigation will:

1. Have all viewing privileges blocked out with the exception of personnel assigned to the Professional
Standards/Internal Affairs Unit, the Shooting Team, or as assigned by the Chief of Police. This will be done in
“active case management” and can be done remotely by those with administrative rights.

2. Be placed on hold for indefinite retention until it is no longer needed.

E. Non-evidentiary, accidental recordings tagged under event 0 which contain personal and/or sensitive material and
which fall under Section .06J, may be deleted when:

1.  Animmediate supervisor is notified in writing; the supervisor notifies a systems administrator, who will restrict
the video;

2. Reviewed by a supervisor from the office of the Chief of Police;

3. Reviewed by a Deputy Chief;

4. Reviewed and finalized by Police Audio/Video Records Specialist.
.13 VIDEO UPLOADS

A. Prior to the end of their duty day the officer will go to a designated docking station and upload the BWC DME. The
DME will then be uploaded to the departments contract cloud based storage.

B. Special/Exigent Circumstance DME Uploading.
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1. If Officers are involved in collisions and/or are otherwise unable to return to the substation, supervisors shall
adhere to the following:

a. The notified supervisor or Patrol Supervisor shall coordinate the retrieval and upload of the BWC,;
b. The Crime Scene Investigator Supervisor will then upload the BWC (if applicable);
c. Upon completion of the video upload, the BWC must be returned to the Officer’s supervisor.
2. Critical Incidents
a. Upon the conclusion of a critical incident, all Officers will return to the appropriate facility in order to have
all DME uploaded. The BWC device will not be returned to service until all DME has been removed and
completion confirmation of upload has been received by the CSI supervisor or designee.
C. All video must be uploaded before the Officer’s next assigned shift. No Officer is permitted to take a BWC home
while it still contains video on it, unless authorized by the on duty Sergeant or in accordance with Section .16 of this
procedure.

.14 SUPERVISOR RESPONSIBILITIES

A. Supervisors shall ensure Officers are using the recording equipment according to established guidelines, policies,
and procedures.

1. Supervisors, on a quarterly basis, will review at least one recording for all Officers under their command to
ensure proper usage of recording equipment and adherence to established policy and procedures.

2. Supervisors will only review recordings from Type 2-8 category of events, in accordance with Section .11 of
this procedure.

3. Supervisors will take corrective action for any procedural violation they observe and document the findings on
the proper form.

B. Supervisors shall record all incidents (i.e. use of force, Officer-involved accidents, and complaints against Officers)
when requested or required to respond, in addition to those listed under Section .06D of this procedure.

C. Supervisors shall view the recordings of all use of force incidents, police vehicle crashes, and police pursuits prior to
completing their evaluations.

D. Supervisors may view the recordings of their subordinates in the field at any time during the shift.

E. Minor infractions (non-criminal) discovered during the routine reviews of recorded material should be addressed by
the reviewing supervisor, including retraining when appropriate. Disciplinary actions will be addressed in
accordance with GM Proc. 303, Disciplinary Procedures.

F. Any supervisor made aware of damaged or malfunctioning recording equipment shall arrange for repair or
replacement of the equipment. Damage shall be inspected by the supervisor and he/she will make every attempt to
locate and assign a working BWC system to the Officer. Supervisors shall replace the damaged/malfunctioning
BWTC in accordance with Section .09E of this procedure.

.15 REVIEWING DME

A. The viewing of videos is restricted for official use only. Videos may be viewed for the following purposes:
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E.

1. Criminal investigations;

2. Internal Affairs or complaint reviews in accordance with Section .11 of this procedure;

3. Pursuits;

4. Use of force reviews;

5. Open Record Requests (ORRs) in accordance with Section .10 of this procedure;

6. Officer involved crashes; or

7. Other — any purpose not listed in this procedure shall have prior documented approval by a supervisor.

Personnel requiring access to locked videos will send a request for access/viewing of the specific DME through their
chain-of-command.

Personnel reviewing DME shall manually document name, badge number, and the purpose of their viewing in the
“notes” field in the BWC application.

An Officer is entitled to access any police originated DME recording of an incident involving the Officer before the
Officer is required to make a statement about the incident.

The making of unauthorized copies is prohibited.

.16 USE OF BWC OFF-DUTY

A

Officers working Off-Duty Employment—with-an-approved-off-duty empleymentpermit or Outside Employment,

with an approved off-duty employment permit as an extension of police services, shall utilize their BWCs in
accordance with this procedure. However, Officers shall not utilize their BWC equipment while working NSA
assignments.

Off-duty Officers involved in an incident, where the BWC is used to collect DME, shall notify dispatch for a CFS or
Case number to be assigned, so that proper tagging of the DME can occur.

Officers requiring the use of BWC for off duty employment are allowed to utilize the BWC with video not yet
uploaded.

Officers shall dock and upload their BWC on their next regularly scheduled tour of duty or within 72 hours of their
last regular duty assignment (in an effort to prevent loss or tampering of evidence). An Officer may request to go
beyond the 72 hour period with the approval of a Sergeant or above, as per Section .13BC of this procedure.

28.17

Officers working Extended Off-Duty hours (i.e. Courtesy Officer or Rodeo, etc.) shall not work more than
fourteen (14) consecutive days without docking their BWC for a “rest period” of twenty-four (24) hours to allow it
to upload all video content, charge the battery and transmit / receive firmware updates and system maintenance.

If, while off-duty, the officer’s BWC is lost / damaged, the officer shall refer to Section .09E of this procedure to
obtain a replacement.

TRAINING VIDEOS
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A. Officers/Supervisors aware of recorded files containing material that may be deemed beneficial as training material
shall direct notification up the chain-of-command.

B. The Training Academy Commander may, with the approval of the Chief of Police, use such recording for training
purposes, taking into consideration pending judicial and/or administrative investigations.

General Manual Procedures — Section 400 Technical Procedures Page 10 of 10 Effective Date: January 31, 2017




UPDATE 19-03
EFFECTIVE DATE: December 5, 2019

Procedure has been updated with
substantial changes and clarifications to
include new terminology on camera
status, requirements, and
documentation on camera usage, when
to record, camera inventory control,
supervisors review responsibilities, etc.



SAN ANTONIO POLICE DEPARTMENT
GENERAL MANUAL

Procedure 410 — Body Worn Cameras

Effective Date: dJanuary-31,-2047 December 5, 2019

Office with Prima
o COP, COB, CSB Prior Revision Date: July-06,-2016-January 31, 2017

Responsibility:

Office(s) with Secondary

Responsibilities: PSC, PNC, TEC, FCD, IDC, SSB Number of Pages: 810

Forms Referenced in Procedure: SAPD FM #162 Related Procedures: 303, 310, 408, 409, 507, 705, 905

.01 INTRODUCTION

The purpose of this procedure is to establish guidelines for the operation of Body Worn Cameras (BWC) assigned to San
Antonio Police Officers for capturing audio/video evidence of police interactions including, but not limited to, traffic
violations, field interviews, field sobriety testing, and/or other official police activity.

.02 TERMINOLOGY

Body Worn Camera (BWC) means a bodily worn digital recording system and its components used to record
audio/video during police interactions.

Digital Media Evidence (DME) means analog or digital media, including, but not limited to, electronic recordings of
video, photograph, audio, film, magnetic and optical media, and/or the information contained therein digitally committed
to file and of probative value that is stored or transmitted in binary form.

Body Worn Camera Status

1) Off— the camera is not on. In this mode, the camera does not have power and will not record video or buffering
video but does record button presses.

2) Buffering Mode (ON) — the camera is powered on but not recording. In this mode, the camera stores a 30
second history in flash memory prior to the start of the BWC DME recording. When the recording is started the
buffering recording becomes part of the BWC DME. Officers are required to leave their BWC powered ON for
their entire shift, except when on a Personal Relief Break.

3) Recording — the camera is powered on and recording a video. An officer starts a recording by pushing the event
button twice. A recording is stopped by a “long” press of the event button.

Buffering Video means the video stored in the flash memory of a Body Worn Camera that captures events prior to a
recording being started.

.03 POLICY

A. Tt is the policy of the San Antonio Police Department to present for prosecution audio/video evidence of traffic and
other law violations as outlined in Section .06 of this procedure. To this end, Officers with properly functioning
BWC equipment shall record all events surrounding the contact, stop, detention, interview, and arrest of suspected
violators and maintain this recorded evidence for consideration in criminal prosecution.

B. All DME generated on Department-owned BWC equipment is the property of the San Antonio Police Department.
The copying or reproducing of any DME generated by members of the Department for use outside of Department

business is prohibited. Requests for copies will be processed by the Departments Video Evidence Custodian.

C. Distribution of any DME generated by Department members in any format or for any purpose must be in
compliance with this procedure and applicable unit SOPs.
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All Officers shatbbe assigned BWC equipment issued by the Department shall be amé properly trained in its
functions and procedures before use. Uniformed officers that regularly engage or have contact with the public shall
wear their issued BWC during their tour of duty. Officers wearing any other uniform should have their issued BWC
readily available for use as outlined in this procedure. —shaltse-the—issued BWCequipment-whilewearingthe
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The BWC program shall be reviewed and updated continuously by Researeh-& Planning the Body Worn Camera
Unit as the program moves forward. Individual Sections/Units shall be responsible to document their individualized
utilization of cameras, which are in line with this procedure but not defined in this procedure, in their respective
Standard Operating Procedures (SOPS). Examples may include utilizing the BWC for interviews/interrogations,
training and other section/unit specific activities.

Failure to record activities as laid out in this policy will not be considered a policy violation as long as reasonable
justification is documented. Any justification for failing to activate the body worn camera because it is unsafe,
unrealistic, or impracticable is based on whether a reasonable officer under the same or similar circumstances would
have made the same decision (Texas Occupations Code Sec 1701.657 (d)).

.04 ADMINISTRATIVE

A.

B.

All generated DME will be retained according to Section .12 of this procedure.
DME shall not be altered, modified, misused, or tampered with.
Any disabling of the BWC system in any manner is prohibited.

Any unauthorized decals, emblems, symbols or other advertisement affixed to the device are prohibited. A label
containing identifiable markings, affixed to the rear of the BWC device not visible while worn is authorized.

Standardized viewing privileges of DME for administrative and investigatory purposes shall be as follows:
1. All Officers will be able to view their own DME;
2. Detective-Investigators and above will have viewing privileges for all DME.

All generated BWC DME associated with a Call for Service number should be identified and labeled by the DME
system, as long as the officer is assigned to a CFS prior to the beginning of the recording.

.05 START UP

A.

B.

Officers shall ensure that the BWC is operational by powering the unit on and confirming the status of the indicator
LED’s.

Officers shall ensure proper alignment and positioning of the BWC on the front of the Officer’s outer most garments
(fixed nothing shall be placed in front of the camera in such a manner that it interferes with or obstructs the
recording of video at any time during the course of the Officer’s duties, this includes any object that prevents the
camera from recording both video and audio).

Officers shall keep their Body Worn Camera in buffering mode (ON) throughout their shift. Officers shall not
change the operation of their Body Worn Camera that prevents the camera from capturing the buffering video, the
video and audio of their calls.
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.06 RECORDING

A. Officers are not required to advise citizens they are being recorded ershew and are prohibited from showing any
citizen a video which they recorded; furthermore, Officers should not aetivate/deaetivate start/stop the BWC solely
upon the request of a citizen.

B. Officers shall create a Call for Service (CFS) and/or—Case—number for any self-initiated video at the time of
recording. Officers shall stop recording at the end of each CFS/E€ase number and start a separate recording for each
new CFS{€ase number assigned or initiated.

C. Officers shall use the recording to gather pertinent information for composing reports, training, and
investigatory purposes.

D. Officers shall begin recording the following events and continue recording until the event is concluded; (Any
deviations will require a supervisor’s approval and must be documented in the Officer’s video, report, or CFS
comment entry field in accordance with Section .07 of this procedure):

1. Upon observation of suspicious or criminal behavior;

2.3 Officer-initiated contacts:

a. Arrest,

b. Field Contacts,

c. Traffic/Pedestrian Stops,

d. Vehicle/Foot Pursuits;

3.4-During all prisoner or witness transports. If an officer arrives at a facility that is recorded, such as Public
Safety Head Quarters (PSHQ) or the Magistrate’s Office, the Officer may eease stop recording upon

entering the facility or transferring custody of the prisoner/witness;

4.5. In instances where the Officer reasonably believes that the recording may provide evidence in criminal
investigations;

5.6. Service of any search or arrest warrants on the premises of a residence, business or building, if the Officer
is assisting in such service of search or arrest warrants; and

6.7%-Citizen-initiated contacts or flagged down requests for public safety services.

E. Officers should begin recording upon reception of or response to CFS, whether dispatched or not; to include
assisting outside agencies (Federal, State, County or Municipal.) However, officers shall begin recording prior to
arriving at the scene.

F. Subsequent arrest, handcuffing and search of violators should take place in view of the camera when practical and in
accordance with Departmental policies. All arrests, handcuffing, and searches occurring out of view of the camera
must be documented in the Officer’s video, report, or CFS comment entry field in accordance with Section .06 of
this procedure.

F. Officers shall not stop or mute a recording during a public encounter or assigned CFS, except for the following
reasons.

1. Officers may stop and/or mute:
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a. While conferring with undercover/covert officers from investigative divisions, or confidential informants or
with federal officers/agents. However, officers shall un-mute prior to continuing or taking any law
enforcement action;

b. Personal relief or break and;
2. Officers may momentarily mute only:
a. Conversations that involve police and/or case tactics or strategy and;

b. Personal emergency matters of a sensitive nature (i.e. family emergency, medical emergency, catastrophic
event).

3. Officers may mute, with Supervisors approval only, where Officers duties are unlikely to lead to information
relevant to a case, (i.e. directing traffic, preserving a crime scene). The BWC audio shall be reactivated
immediately if the circumstances change or any police action is to be taken.

G. All stoppages and/or muting, other than administrative-fanetions-testing-of accidental aetivation recording, of the
BWC must be verbally documented—stating a specific reason—in the officer’s video, and in writing in the

officers report or CFS comment entry field in accordance with Section .07 of this procedure.

H. When an Officer makes the decision to start an investigation, or at the start of the initial CFS, the officer may
verbally articulate facts or observations that may be noteworthy. This articulation may continue throughout the
entire recording. (Note: This does not apply to DWI investigations, Procedure 507, Sec .04.)

1.  Officers shall not:

1. Mute/Stop BWC DME Recordings where other members of the department are off duty and a subject of the call in
which the member was not acting under the color of his or her authority.

2. Intentionally create DME recordings of themselves or other employees in areas where a reasonable expectation of
privacy exists such as locker rooms, restrooms, etc.

3. Be assigned to a new call before the end of their current call, due to video recording restrictions. . Officers will
not request a dispatcher to “put a call on hold” to briefly make the scene of another call then return to the
original call on the same recording.

4. Use the BWC for the clandestine recording of the voice or image of a member of the Department unless
specifically authorized by the Office of the Chief.

5. Knowingly record undercover officers or confidential informants.

6. Use Departmentally-owned BWC equipment to record any type of personal activities.

7. Allow non-sworn personnel to view the DME video without permission from the Officer’s immediate supervisor.
Governmental employees who are directly involved in the investigation and/or prosecution of a criminal case related
to the DME video or who work in Internal Affairs or IT Services supporting BWC are exempt from this
provision.

8. Create recordings in patient care areas of any medical or mental health facilities unless the recording is for official

police business such as a criminal investigation, dying declaration, Horizontal Gaze Nystagmus (HGN) on injured
drivers, or a specific call for police service, in compliance with Federal HIPAA regulations.
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9. Record any court facility, legal proceeding (i.e. deposition, city council meetings) or, secured governmental
facility.

10. Upload or convert DME for use on any type of social media.

11. Connect BWC equipment to any unauthorized computers, phones, tablets or similar devices, either wirelessly or
by the use of a cable.

J.  Officers shall notify a Supervisor immediately if he/she accidently records, or is aware of any of the listed
incidents:

1. An Officer, SAPD employee, COSA employee, or authorized person in a designated private area (i.e. restroom,
locker room), accessible to the Officer, shall notify a supervisor immediately of the recording;

2. Anindividual in a designated private area (i.e. restroom, locker room) where the video is non-evidentiary;
3. A Personal conversation among Officers or other employees, where the video is non-evidentiary;
4. Supervisors shall make notifications as listed in this procedure section 12.E.

K. When responding to a call or initiating any activity in which an explosive device, suspected explosive device or
Hazardous Materials Environment is present, the officer will, prior to exiting their vehicle, ensure that their in-car
system is recording and remove their microphone and/or BWC and leave it in their vehicle. The removing of the

microphone and/or BWC and leaving it in the vehicle must be clearly documented in the officer’s report or CFS
comment entry field.

07 WHEN DEACHVATION-OF BWC EQUIPMENT IS AUTHORIZED A BODY WORN CAMERA VIDEO CAN BE
STOPPED

A. Unless otherwise permitted by this procedure, once the BWC is aetivated-recording, it shall remain ea-recording
until the incident has concluded.

B. For the purpose of this section, conclusion of the incident has occurred when:
1. All arrests have been made and arrestees have been transported and released from custody;
2. All witnesses and victims have been interviewed; and

3. The continued recording will not serve to obtain additional evidence.

A

... 1 e n .. o .n
oppag Aty tH S £
k

i > - All stoppages and/or muting, other than accidental
recording, of the BWC must  be verbally documented—stating a specific reason—in the officer’s video, and in
writing in the officers report or CFS comment entry field in accordance with Section .07 of this procedure.

D. Failure to record activities as laid out in this policy will not be considered a policy violation as long as reasonable
justification is documented. . Any justification for failing to activate the body worn camera because it is unsafe,
unrealistic, or impracticable is based on whether a reasonable officer under the same or similar circumstances would
have made the same decision (Texas Occupations Code Sec 1701.657 (d)).

.08 REPORTS/RECORDING DATAENTRY BWC DME UPLOADS

A. Officers will upload video in accordance with the specific device’s operational instructions.
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enter the any pertlnent data—ﬁeld—}demx-ﬁers 1nformat10n assoc1ated w1th each Vldeo (e g citation #, warning #, etc.),
in the CFS/Case notes section of CAD before being placed in service.

C. Officers shall annotate in their reports the existence or absence of ay associated BWC DME.
D. Prior to the end of their duty day the officer will go to a designated docking station and upload the BWC DME. The
DME will then be uploaded to the departments contract cloud based storage.

E. Special/Exigent Circumstance DME Uploading.

1. If Officers are involved in collisions and/or are otherwise unable to return to the substation, supervisors shall
adhere to the following:

a. The notified supervisor or Patrol Supervisor shall coordinate the retrieval and upload of the BWC;
b. The Crime Scene Investigator Supervisor will then upload the BWC (if applicable);
¢.  Upon completion of the video upload, the BWC must be returned to the Officer’s supervisor.
2. Critical Incidents
a. Upon the conclusion of a critical incident, all Officers will return to the appropriate facility in order to have
all DME uploaded. The BWC device will not be returned to service until all DME has been removed and
completion confirmation of upload has been received by the CSI supervisor or designee.

F. All video must be uploaded before the Officer’s next assigned shift. No Officer is permitted to take a BWC home
while it still contains video on it, unless authorized by the on duty Sergeant or in accordance with Section .16 of this
procedure.

.09 EQUIPMENT
A. On an individual basis, Officers will sign for and be issued a BWC as well as the device’s associated accessories. It

will be the Officer’s responsibility to ensure their issued BWC device is fully charged, available and operable prior
to their tour of duty.

B. No member assigned BWC equipment shall alter, modify, reuse, tamper with or disable the device or associated
accessories in any manner.

C. Officers assigned BWC equipment are responsible for ensuring the equipment remains in operating condition.
Officers shall notify their immediate supervisor of damaged or malfunctioning BWC equipment and complete
SAPD Form BWC2, Body Worn Camera Equipment Replacement Receipt.

D. Officers shall report lost/damaged/malfunctioning BWCs to their immediate supervisor. and-eompletea A written
report shall be completed as directed by the Ofﬁcer s SOP for lost or damaged 1tems Damaged BW-C—will be

a. Replacement cameras can be obtained through :
i. The Body Worn Camera Unit or;
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ii. The Ready Room at Public Safety Headquarters (a supervisor must check out the key from RMC).
When a supervisor replaces an officer’s camera, the supervisor shall assign the replacement
camera to the officer and complete form BWC2, which is located in the Ready Room at PSHQ.

.10 VIDEO COPIES/RECORDS REQUEST

A.

Requests by non-criminal justice agencies/individuals for DME will be handled under the Open Records Act in
accordance with GM Procedure 323, Release of Police Records.

A copy (for internal use only) of DME file may be requested through the Video Evidence Custodian or their
designee. If such copy is provided, the file shall not be further copied except by the Video Evidence Custodian or
their designee.

Requests for DME from other criminal justice agencies are to be submitted in writing on agency letterhead and
signed by the agency’s Chief Executive Officer to the Video Evidence Custodian or their designee. Request letters
may be emailed PDCobanVideoRequests@sanantonio.gov.

1.  Requests for DME for prosecutorial purposes may be submitted directly to the Video Evidence Custodian or
their designee.

2. Requests for DME from defense attorneys in county, district, or federal courts must be made through the
appropriate prosecutor.

All copies of DME will be produced by the Video Evidence Custodian or their designee. A copy is defined as a
reproduction of the primary recording of the event.

The cost for producing the DME will be determined by the Records Unit.

All other requests for DME should be referred to the Office of the Chief of Police.

An automated internal electronic data access log (chain-of-custody) will be generated and kept for every DME file
produced via BWC to document the authenticity of the DME. Members shall be prepared to justify the reason for
accessing/viewing DME.

The release of all digital evidence created/generated through the use of BWC will only be conducted under the

statutes and limitations outlined in the Texas Occupation Code, Title 10. Occupations Related to Law Enforcement
and Security, Chapter 1701. Law Enforcement Officers

11 COMPLAINTS RECEIVED/VIDEO REVIEW

A.

When a complaint is received alleging misconduct involving an Officer who is assigned a BWC, the following
procedures shall be followed:

1. The Officer’s immediate supervisor or Internal Affairs Unit shall determine if any police originated DME
exists.

2. The supervisor or Internal Affairs Unit shall view the video(s) of the incident in question and determine if there
is any cause for the allegations in the complaint.
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3. Ifno cause is determined, the supervisor or Internal Affairs Unit shall contact the complainant and advise them
police originated DME exists for the incident and that no misconduct was observed.

4. The supervisor or Internal Affairs Unit shall advise the complaining party that they may make an open records
request for copy/copies of the police originated DME.

5. The supervisor or Internal Affairs Unit shall proceed with their established protocols if misconduct is
determined.

B. An Officer who is the respondent to a citizen or administrative complaint shall have the ability to review any police
originated DME and/or any police originated DME audit trail of the incident in question.

C. The Internal Affairs Investigator may, for the purposes of an investigation or complaint, export or copy any and all
police originated DME as needed.

12 VIDEO CATEGORIZATION AND RETENTION

A. After stopprng the recordmg, Ofﬁcers shall apply the proper call dlsposrtlon code to the call 9£ﬁeers—sha4—l

B. Video retention will be computer generated based on the call disposition code the officer entered. All generated
BWC DME associated with a Call for Service number should be identified and labeled by the DME system, as long

as the officer is assrgned toa CFS prlor to the begrnnrng of the recordlng Jéheeategeﬁ-zaﬁen—hbel—wﬂ-l—determm%the
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VIDEO CATEGORIZATION AND RETENTION PERIODS
Category Retention Schedule
Admin Retention 5 years
Admin/Default, Crash, N-Code 180 days
Felony (Capital & First) 50 years
Felony (Second, Third & State), Recovered Stolen Veh, 10 years
DWI
Misdemeanor Offense Report 2 years
Open Records Request 4 years
Police Act 30 Mon Retent 900 days
Reportable Incident, Traffic 2 years
Training 15 days
Uncategorized, Restricted, Pending Review Until Manually Deleted

C. Any/all videos initially categorized or upgraded to a Capital Felony or First Degree Felony must be retained for a
minimum of 50 years (18,250 days) in accordance with the Texas State Library and Archive Commission (Record #
PS-4125-05b). Capital Felony/First Degree Felony, or any other video having evidentiary value, which needs to be
retained past the standard retention period, must be identified by a Detective Investigator or a supervisor and have a
hold request with an expiration date forwarded to the Records and Administration Office through the chain of
command.

D. Any video that becomes part of an internal investigation will:
1. Have all viewing privileges blocked out with the exception of personnel assigned to the Professional
Standards/Internal Affairs Unit, the Shooting Team, or as assigned by the Chief of Police. This will be done in
“active case management” and can be done remotely by those with administrative rights.

2. Be placed on hold for indefinite retention until it is no longer needed.

E. Non-evidentiary, accidental recordings tagged under event8 category Admin Default, which contain personal and/or
sensitive material and which fall under Section .06J, may be deleted when:

1. Animmediate supervisor is notified in writing; the supervisor notifies a systems administrator, who will restrict
the video;

2. Reviewed by a supervisor from the office of the Chief of Police;
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.14 SUPERVISOR RESPONSIBILITIES

A. Supervisors shall ensure Officers are using the recording equipment according to established guidelines, policies,
and procedures.

1. Supervisors, on a quarterly basis, will review at least one recording for all Officers under their command to
ensure proper usage of recording equipment and adherence to established policy and procedures and where the
officer had interaction with a citizen in their official capacity as a peace officer (Operational Conduct).

OPERATIONAL CONDUCT - Activity and/or action undertaken by a sworn member of the Department (Texas licensed
Peace Officer) while acting in their official capacity and exercising their police powers. This includes actions taken while
on duty or off duty employment.

2. Supervisors will enly review any category of recordings from—Fype 28 eategory of events except

Admin/Default, in accordance with Section .11 of this procedure.

3. Supervisors will take corrective action for any procedural violation they observe and document the findings on
the proper form.

4. Supervisors will identify and document the video they reviewed on the appropriate departmental form. All
reviews shall be done no later than the 15" day after the quarter has ended. Supervisors shall provide an
explanation in the “notes” section for any officer who did not have any videos reviewed during the quarter.
Reviewing timelines are as follows:

Starts Ends Review Deadline
Quarter 1 January 1* March 31% April 15"
Quarter 2 April 1% June 307 July 15"
Quarter 3 July 1* September 30" October 15"
Quarter 4 October 1% December 31% January 15"

B. Supervisors shall record all incidents (i.e. use of force, Officer-involved accidents, and complaints against Officers)
when requested or required to respond, in addition to those listed under Section .06D of this procedure.

C. Supervisors shall view the recordings of all use of force incidents, police vehicle crashes, and police pursuits prior to
completing their evaluations.

D. Supervisors may view the recordings of their subordinates in the field at any time during the shift.

E. Minor infractions (non-criminal) discovered during the routine reviews of recorded material should be addressed by
the reviewing supervisor, including retraining when appropriate. Disciplinary actions will be addressed in
accordance with GM Proc. 303, Disciplinary Procedures.
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Any supervisor made aware of a damaged or malfunctioning reeerdingequipment body worn camera shall arrange
for replacement of the equrpment body worn camera. Damag%shaﬂ—b&mspeeted—by—ﬂ&%sapes%er—and%e#sh&wrﬂ

. Supervisors shall replace the

damaged/malﬁmctlonlng BWC in accordance w1th Sectlon .09E of this procedure

.15 REVIEWING DME

A.

E.

The viewing of videos is restricted for official use only. Videos may be viewed for the following purposes:
1. Criminal investigations;

2. Internal Affairs or complaint reviews in accordance with Section .11 of this procedure;,

3. Pursuits;

4. Use of force reviews;

5. Open Record Requests (ORRs) in accordance with Section .10 of this procedure;

6. Officer involved crashes; or

7. Other — any purpose not listed in this procedure shall have prior documented approval by a supervisor.

Personnel requiring access to locked videos will send a request for access/viewing of the specific DME through their
chain-of-command.

Personnel reviewing DME shall manually document name, badge number, and the purpose of their viewing in the
“notes” field in the BWC application.

An Officer is entitled to access any police originated DME recording of an incident involving the Officer before the
Officer is required to make a statement about the incident.

The making of unauthorized copies is prohibited.

.16 USE OF BWC OFF-DUTY

A.

Officers working Off-Duty Employment or Outside Employment, with an approved off-duty employment permit as
an extension of police services, shall utilize their BWCs in accordance with this procedure. However, Officers shall
not utilize their BWC equipment while working NSA assignments.

Off-duty Officers involved in an incident, where the BWC is used to collect DME, shall notify dispatch for a CFS or
Case number to be assigned, so that proper tagging of the DME can occur.

Officers requiring the use of BWC for off duty employment are allowed to utilize the BWC with video not yet
uploaded.

Officers shall dock and upload their BWC on their next regularly scheduled tour of duty or within 72 hours of their
last regular duty assignment (in an effort to prevent loss or tampering of evidence). An Officer may request to go
beyond the 72 hour period with the approval of a Sergeant or above, as per Section .13C of this procedure.

Officers working Extended Off-Duty hours (i.e. Courtesy Officer or Rodeo, etc.) shall not work more than
fourteen (14) consecutive days without docking their BWC for a “rest period” of twenty-four (24) hours to allow it
to upload all video content, charge the battery and transmit / receive firmware updates and system maintenance.
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E. If, while off-duty, the officer’s BWC is lost / damaged, the officer shall refer to Section .09E of this procedure to
obtain a replacement.

.17 TRAINING VIDEOS

A. Officers/Supervisors aware of recorded files containing material that may be deemed beneficial as training material
shall direct notification up the chain-of-command.

B. The Training Academy Commander may, with the approval of the Chief of Police, use such recording for training
purposes, taking into consideration pending judicial and/or administrative investigations.
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Subsection A. Operations
INTRODUCTION

The purposeofthis procedure is to establish guidelines for the operation of Body Worn Cameras (BWC) assignedto San
Antonio Police Officers for capturing audio/video evidence of police interactions including, butnot limited to, traffic
violations, field interviews, field sobriety testing, and/or other official police activity.

TERMINOLOGY

Body Worn Camera (BWC) means a bodily worn digital recording system and its components used to record
audio/videoduring police interactions.

Digital Media Evidence (DME) means analog or digital media, including, butnotlimited to, electronic recordings of
video, photograph, audio, film, magnetic and optical media, and/or the information contained therein digitally committed
to file and of probative value that is stored or transmitted in binary form.

Body Worn Camera Status

1) Off —the camerais noton. Inthis mode, the camera does nothave powerandwill not record video or buffering
video but does record button presses.

2) Buffering Mode (ON) — the camera is powered on but not recording. In this mode, the camera stores a 30
second history in flash memory priorto the start of the BWC DME recording. When the recording is started the
buffering, recording becomes part ofthe BWCDME. Officers are required to leave their BWC powered ON
for theirentire shift, except when ona Personal Relief Break.

3) Recording —the camerais powered onand recording a video. An officer starts a recording by pushing the event
buttontwice. A recording is stopped by a “long” press of the event button.

Buffering Video means the video stored in the flash memory ofa Body Worn Camera that captures events priorto a
recording beingstarted.

POLICY

A. ltisthepolicy ofthe San Antonio Police Departmentto presentfor prosecution audio/video evidenceoftraffic and
other law violations as outlinedin Section .06 of this procedure. To thisend, Officers with properly functioning
BWC equipmentshall record all events surrounding the contact, stop, detention, interview, and arrest of suspected
violators and maintain this recorded evidence for consideration in criminal prosecution.

B. All DME generated on Department-owned BW C equipmentis the property ofthe San Antonio Police Department.
The copyingorreproducingofany DMEgenerated by members of the Department for useoutside of Department
businessis prohibited. Requests for copieswill be processed by the Department’s Video Evidence Custodian.

C. Distribution of any DME generated by Department members in any format or for any purpose must be in
compliance with this procedureand applicable unit SOPs.

D. All Officers assigned BWC equipment issued by the Department shall be properly trained in its functions and
procedures before use. Uniformed officers thatregularly engage or have contactwith the public shall wear their
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issued BWCduring theirtour of duty. Officers wearingany other uniformshould have their issued BW C readily
available foruse as outlinedin this procedure

The BWC programshall be reviewed and updated continuously by the Body Worn Camera Unit as the program
moves forward. Individual Sections/Units shall be responsible to document their individualized utilization of
cameras, which are in line with this procedure but not defined in this procedure, in their respective Standard
Operating Procedures (SOPS). Examples may include utilizing the BWC for interviews/interrogations, training and
other section/unit specific activities.

Failure to record activities as laid out in this policy willnot be considereda policy violationas long as reasonable
justification is documented. Any justification for failing to activatethe body worn camera because it is unsafe,
unrealistic, or impracticable is based on whether a reasonable officer under the same or similar circumstances would
have made the same decision (Texas Occupations Code Sec 1701.657 (d)).

.04 ADMINISTRATIVE

A. Allgenerated DMEwill be retained accordingto Section.12 of this procedure.

B.

C.

DME shallnot be altered, modified, misused, or tampered with.
Any disabling of the BWCsystemin any manner is prohibited.

Any unauthorized decals, emblems, symbols or other advertisementaffixed to the device are prohibited. A label
containingidentifiable markings, affixed to the rear of the BWCdevice notvisible while worn is authorized.

Standardized viewing privileges of DME foradministrative andinvestigatory purposes shall be as follows:
1. All Officers will be able to viewtheirown DME;
2. Detective-Investigators andabove will have viewing privileges forall DME.

All generated BWC DMEassociated with a Call for Service numbershould be identified andlabeled by the DME
system, as long as the officeris assigned to a CFS priorto the beginning of therecording.

.05 STARTUP

A. Officers shallensure thatthe BWCis operational by powering the unit on and confirming the status of the indicator

LED’s.

Officers shallensure properalignmentand positioning ofthe BW C on the front ofthe Officer’s outer most garments
(nothingshallbe placed in front of the camera in sucha mannerthatit interferes with or obstructstherecording of
video at any time during the course ofthe Officer’s duties, this includes any object thatprevents the camera from
recording bothvideoandaudio).

Officers shall keep their Body Worn Camera in buffering mode (ON) throughout their shift. Officers shall not
change the operationoftheir Body Worn Camera that prevents the camera fromcapturing the buffering video, the
video and audio oftheir calls.

.06 RECORDING

A. Officers are not required to advisecitizens they are being recorded and are prohibited fromshowing any citizen a

video which they recorded; furthermore, Officers should notstart/stop the BWCsolely uponthe request of a citizen.
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B. Officers shall create a Call for Service (CFS) for any self-initiated video at the time of recording. Officers shallstop

recording at the end of each CFS number and start a separate recording for each new CFS number assigned or
initiated.

Officers shall use the recording to gather pertinent information for composing reports, training, and
investigatory purposes.

Officers shall begin recording the following events and continue recording until the event is concluded; (Any
deviations will require a supervisor’s approval and must be documented in the Officer’s video, report, or CFS
commententry field in accordance with Section .07 of this procedure):
.1 Upon observation of suspicious or criminal behavior;
.2 Officer-initiated contacts:
a. Arrest,
b. Field Contacts,
c. Traffic/Pedestrian Stops,
d. Vehicle/Foot Pursuits;
.3 During all prisoner or witness transports. If an officer arrives at a facility that is recorded, such as Public Safety
Head Quarters (PSHQ) or the Magistrate’s Office, the Officer may cease stop recording upon entering the

facility ortransferring custody of the prisoner/witness;

4 In instances where the Officer reasonably believes that the recording may provide evidence in criminal
investigations;

5 Service ofany searchorarrest warrants on the premises of a residence, business orbuilding, if the Officer is
assistingin suchservice of search orarrest warrants; and

.6 Citizen-initiated contacts or flagged down requests for public safety services.

Officers should begin recording upon reception of or response to CFS, whether dispatched or not; to include
assistingoutsideagencies (Federal, State, County or Municipal.) However, officers shall begin recording prior to
arriving at the scene.

Subsequent arrest, handcuffingandsearch of violators should take place in view of the camera when practicaland in
accordancewith Departmental policies. Allarrests, handcuffing, and searches occurringoutof viewof the camera
must be documented in the Officer’s video, report, or CFS comment entry field in accordance with Section .06 of
this procedure.

Officers shallnot stop or mute a recordingduringa public encounter orassigned CFS, except for the following
reasons.

1. Officers may stop and/or mute:
a.  While conferring with undercover/covert officers frominvestigative divisions, or confidential informants or
with federal officers/agents. However, officers shall un-mute prior to continuing or taking any law

enforcement action;

b. Personalrelieforbreakand;
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Officers may momentarily mute only:
a. Conversationsthat involve police and/or casetactics or strategy and;

b. Personalemergency matters ofasensitive nature (i.e. family emergency, medical emergency, catastrophic
event).

Officers may mute, with Supervisors approval only, where Officers duties are unlikely to lead to information
relevant to a case, (i.e. directing traffic, preserving a crime scene). The BWC audio shall be reactivated
immediately if the circumstances changeor any police action is to be taken.

G. Allstoppages and/or muting, other than accidental recording, ofthe BWCmust be verbally documented—stating a
specific reason—in the officer’s video, and in writing in the officer’s report or CFS comment entry field in
accordancewith Section .07 of this procedure.

H. When an Officer makes the decisionto start an investigation, or at the startof the initial CFS, the officer may
verbally articulate facts or observations thatmay be noteworthy. Thisarticulationmay continue throughout the
entire recording. (Note: This does not apply to DWI inwestigations, Procedure 507, Sec.04.)

I. Officers shallnot:

1.

10.

11.

Mute/Stop BWC DME Recordings where other members of the department are off duty and a subjectofthecallin
which the member was not acting under the color of his or her authority.

Intentionally create DME recordings of themselves or other employees in areas where a reasonable expectation of
privacy exists suchas locker rooms, restrooms, etc.

Be assignedto a new call before the end of their current call, due to video recording restrictions. . Officers will
notrequestadispatcherto “put a callon hold” to briefly make the scene ofanother call then return to the
original call on the same recording.

Use the BWC for the clandestine recording of the voice or image of a member of the Department unless
specifically authorized by the Office of the Chief.

Knowingly record undercover officers or confidential informants.

Use Departmentally-owned BWCequipment to record any type of personal activities.

Allow non-sworn personnel to view the DME video without permission fromthe Officer’simmediate supervisor.
Governmental employees who are directly involved in the investigationand/or prosecution of a criminal case related
to the DME video or who work in Internal Affairs or IT Services supporting BW C are exempt from this
provision.

Create recordingsin patientcareareas of any medical or mental health facilities unlesstherecording is for official
police business such as a criminal investigation, dying declaration, Horizontal Gaze Nystagmus (HGN) on injured
drivers, ora specific call for police service, in compliance with Federal HIPAA regulations.

Record any court facility, legal proceeding (i.e. deposition, city council meetings) or, secured governmental
facility.

Upload or convert DME for use on anytype of social media.

Connect BWCequipmentto any unauthorized computers, phones, tablets or similar devices, either wirelessly or
by the use ofacable.
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J. Officers shall notify a Supervisor immediately if he/she accidently records, or is aware of any of the listed
incidents:

1. AnOfficer, SAPD employee, COSA employee, orauthorized person in a designated private area (i.e. restroom,
locker room), accessible to the Officer, shall notify a supervisor immediately of the recording;

2. Anindividualin a designated private area (i.e. restroom, locker room) where the video is non-evidentiary;
3. APersonal conversationamong Officers or other employees, where the video is non-evidentiary;
4. Supervisors shall make notificationsas listed in this procedure section 12.E.

K. When responding toa call or initiating any activity in which an explosivedevice, suspected explosive device or
Hazardous Materials Environmentis present, theofficer will, priorto exiting theirvehicle, ensure that their in-car
systemis recordingand remove their microphone and/or BWCand leaveitin theirvehicle. The removing of the
microphone and/or BWCand leaving it in the vehicle must beclearly documented in the o fficer’s report or CFS
commententry field.

.07 WHENABODYWORNCAMERAVIDEOCANBE STOPPED

A. Unless otherwise permitted by this procedure, once the BWC is recording, it shall remain recording until the
incident has concluded.

B. Forthe purpose ofthissection, conclusionofthe incident has occurred when:

1. Allarrests have been made and arrestees have beentransported andreleased fromcustody;
2. Allwitnessesandvictims have been interviewed; and
3. Thecontinuedrecordingwill not serve to obtainadditional evidence.

C. Allstoppages and/or muting, other than accidental recording, of the BWC must be verbally documented—statinga
specific reason—in the officer’s video, and in writing in the officer’s report or CFS comment entry field in
accordancewith Section .07 of this procedure.

D. Failure to record activities as laid out in this policy willnot be considereda policy violationas long as reasonable
justification is documented. Any justification for failing to activatethe body worn camera because it is unsafe,
unrealistic, or impracticable is based on whether a reasonable officerunder the same or similar circumstances would
have made the same decision (Texas Occupations Code Sec 1701.657 (d)).

.08 BWC DME UPLOADS

A. Officers will upload video in accordance with the specific device’s operational instructions.

B. The officershallenterany pertinent information associated with each video (e.g. citation#, warning #, etc.), in the
CFS/Case notes section of CAD before beingplaced in service.

C. Officers shallannotatein their reports theexistence or absenceofany associated BWC DME.

D. Priortothe end oftheirduty day the officer will go to a designated docking station and uploadthe BWCDME. The
DME will then be uploadedto the departments contract cloud-based storage.

E. Special/Exigent Circumstance DME Uploading.
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1. If Officers are involved in collisions and/or are otherwise unable to returnto thesubstation, supervisors shall
adhere to the following:

a. Thenotified supervisor or Patrol Supervisor shall coordinatethe retrievaland upload ofthe BWC;
b. The Crime Scene Investigator Supervisor will then upload the BWC (ifapplicable);
c. Upon completionofthe videoupload, the BW Cmust be returned to the Officer’s supervis or.
2. Critical Incidents
a. Uponthe conclusion ofacriticalincident, all Officers will return to the appropriate facility in orderto have
all DME uploaded. The BWC devicewill not be returned to serviceuntilall DME has beenremoved and
completion confirmation of upload has beenreceived bythe CSl supervisor or designee.

F. Allvideo must beuploaded beforethe Officer’s next assigned shift. No Officeris permitted to take a BW C home
while it still contains video onit, unless authorized by the onduty Sergeantor in accordance with Section.16 of this
procedure.

09 EQUIPMENT
A. Onanindividualbasis, Officers will sign forand be issueda BW Cas well as the device’s associated accessories. It

will be the Officer’s responsibility to ensure their issued BW Cdevice is fully charged, available and operable prior
to theirtour of duty.

B. No member assigned BW Cequipmentshallalter, modify, reuse, tamperwith or disable the device or associated
accessories in any manner.

C. Officers assigned BWC equipment are responsible for ensuring the equipment remains in operating condition.
Officers shall notify their immediate supervisor of damaged or malfunctioning BWC equipment and complete
SAPD Form BWC2, Body Worn Camera Equipment ReplacementReceipt.

D. Officers shallreport lost/damaged/malfunctioning BWCs to theirimmediate supervisor. A writtenreport shall be
completed as directed by the Officer’s SOP for lost or damaged items.

.1 Replacement cameras can be obtained through:

a. TheBody WornCamera Unitor;

b. The Ready Roomat Public Safety Headquarters (a supervisor must check outthe key fromRMC). When a
supervisorreplaces an officer’s camera, the supervisor shall assign the replacementcamerato the o fficer
and complete formBWC2, which is located in the Ready Roomat PSHQ.

.10 VIDEO COPIES/RECORDS REQUEST

A. Requests by non-criminal justice agencies/individuals for DMEwill be handledunder the Open Records Act in
accordancewith GM Procedure 323, Release of Police Records.

B. A copy (for internal use only) of DME file may be requested through the Video Evidence Custodian or their
designee. Ifsuchcopy s provided, thefile shall not be further copied exceptby the Video Evidence Custodian or
theirdesignee.

C. Requestsfor DMEfrom othercriminal justice agencies are to be submitted in writing on agency letterhead and
signed bythe agency’s Chief Executive Officer to the Video Evidence Custodianor their designee. Request letters
may be emailed PDCobanVideoRequests@sanantonio.gov.

General Manual Procedures —Section 400 Technical Procedures Page 6 of 12 Effective Date: Becember5-2049 December 21, 2020




S AN ANTONIO POLICE DEPARTMENT
GENERAL MANUAL

Procedure 410 — Body Worn Cameras

1. Requestsfor DMEfor prosecutorial purposes may be submitted directly to the Video Evidence Custodian or
theirdesignee.

2. Requests for DME from defense attorneys in county, district, or federal courts must be made through the
appropriate prosecutor.

All copies of DMEwill be produced bythe Video Evidence Custodian ortheirdesignee. A copy is defined as a
reproduction ofthe primary recording ofthe event.

The cost for producingthe DMEwill be determined by the Records Unit.

All otherrequests for DMEshould be referred to the Office ofthe Chief of Police.

An automated internal electronic dataaccess log (chain-of-custody) will be generated and kept forevery DME file
produced via BW Cto document theauthenticity of the DME. Members shallbe preparedto justify the reason for
accessing/viewing DME.

The release ofall digital evidence created/generated throughthe use of BWCwill only be conducted underthe

statutes and limitations outlined in the Texas Occupation Code, Title 10. Occupations Related to Law Enforcement
and Security, Chapter 1701. Law Enforcement Officers

11 COMPLAINTSRECEIVEDNIDEOREVIEW

A. When a complaint is received alleging misconduct involving an Officer who is assigned a BWC, the following

B.

procedures shallbe followed:

1. The Officer’s immediate supervisor or Internal Affairs Unit shall determine if any police originated DME
exists.

2. Thesupervisoror Internal Affairs Unit shall view the video(s) of the incidentin questionand determine if there
is any cause forthe allegations in the complaint.

3. Ifnocauseis determined, thesupervisor or Internal Affairs Unit shall contact thecomplainantandadvisethem
police originated DMEexists for the incidentand thatno misconduct was observed.

4. Thesupervisoror Internal Affairs Unit shalladvise the complaining party that they may make an openrecords
requestforcopy/copies of the police originated DME.

5. The supervisor or Internal Affairs Unit shall proceed with their established protocols if misconduct is
determined.

An Officer who is the respondent to a citizen, oradministrative complaint, shall have theability to reviewany police
originated DMEand/or any police originated DME audit trail ofthe incident in question.

The Internal Affairs Investigator may, for the purposes of an investigation or complaint, export orcopyany and all
police originated DMEas needed.

12 VIDEOCATEGORIZATIONANDRETENTION

A. Afterstopping the recording, Officers shallapply the proper call disposition code to thecall.

B.

Video retentionwill be computer generated based on the call disposition codethe officer entered. All generated
BWC DME associated with a Call for Service number should be identified and labeled by the DMEsystem,as long
as the officeris assignedto a CFS priorto the beginning of the recording.
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VIDEO CATEGORIZATION AND RETENTION PERIODS
Category Retention Schedule
Admin Retention 5 years
Admin/Default, Crash, N-Code 180 days
Felony (Capital & First) 50 years
Felony (Second, Third & State), Recovered Stolen Veh, 10 years
DWI
Misdemeanor Offense Report 2 years
Open Records Request 4 years
Police Act 30 Mon Retent 900 days
Reportable Incident, Traffic 2 years
Training 15 days
Uncategorized, Restricted, Pending Review Until Manually Deleted

C.

D.

Any/allvideos initially categorized or upgradedto a Capital Felony or First-Degree Felony must be retained fora
minimum of 50 years (18,250 days) in accordance with the Texas State Library and Archive Commission (Record #
PS-4125-05b). Capital Felony/First Degree Felony, orany other video having evidentiary value, which needs to be
retained past the standard retention period, must be identified by a Detective Investigator ora supervisorandhave a
hold request with an expiration date forwarded to the Records and Administration Office throughthe chain of
command.

Any video thatbecomes part ofan internal investigation will:

1. Have all viewing privileges blocked out with the exception of personnel assigned to the Professional
Standards/Internal Affairs Unit, the Shooting Team, or as assigned by the Chief of Police. This will be done in
“active case management” and canbe done remotely by those with administrativerights.

2. Be placed on hold forindefiniteretentionuntil it is no longerneeded.

Non-evidentiary, accidental recordings tagged under category Admin Default, which contain personal and/or
sensitive material, and which fallunder Section .06J, may be deleted when:

1. Animmediate supervisor is notified in writing; the supervisor notifies a systems administrator, who will restrict
the video;

2. Reviewed by asupervisor fromthe office of the Chief of Police;

.13 SUPERVISOR RESPONSIBILITIES

A.

Supervisors shall ensure Officers are using the recording equipment according to established guidelines, policies,
and procedures.

1. Supervisors,on aquarterly basis, will review at least one recording for all Officers under their command to
ensure proper usage of recording equipment and adherenceto established policy and procedures and where the
officer had interactionwith a citizen in their official capacity as a peace officer (Operational Conduct).

OPERATIONAL CONDUCT- Activity and/or action undertaken by a sworn member of the Department (Texas licensed
Peace Officer) while acting in their official capacity and exercising their police powers. This includes actions taken while
on duty or off duty employment.

2. Supervisorswill review any category of recordings except Admin/Default, in accordancewith Section .11 of
this procedure.
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3. Supervisors will take corrective action forany procedural violation they observe and document the findings on
the proper form.

4. Supervisors will identify and document the video they reviewed on the appropriate departmental form. All
reviews shall be done no later than the 15" day after the quarter has ended. Supervisors shall provide an
explanation in the “notes”section for any officer who did not have any videosreviewed during the quarter.
Reviewing timelines are as follows:

Starts Ends Review Deadline
Quarter1 January 1% March 31 April 15"
Quarter 2 April 1% June 30" July 15"
Quarter 3 July 1% September 30" October 15"
Quarter 4 October 1 December 31% January 15"

B. Supervisorsshallrecord allincidents (i.e. use of force, Officer-involved accidents, and complaints against Officers)
when requested or required to respond, in additionto those listed under Section .06D of this procedure.

C. Supervisorsshallviewthe recordings of alluse of force incidents, police vehicle crashes, and police pursuits prior to
completing their evaluations.

D. Supervisors may view the recordings of their subordinates in the field at any time during the shift.

E. Minorinfractions (non-criminal) discovered duringtheroutine reviews of recorded material should be addressed by
the reviewing supervisor, including retraining when appropriate. Disciplinary actions will be addressed in
accordancewith GM Proc. 303, Disciplinary Procedures.

F. Anysupervisormade aware of adamaged or malfunctioning body worn camera shall arrange for replacement of the
body worn camera. Supervisors shall replace the damaged/malfunctioning BW C in accordance with Section .09E of
this procedure.

14 REVIEWING DME

A. Theviewing ofvideosis restricted for official use only. Videos may be viewed forthe following purposes:

1. Criminal investigations;

2. Internal Affairs or complaint reviews in accordance with Section .11 of this procedure;
3. Pursuits;

4. Useofforce reviews;

5. Open Record Requests (ORRs) in accordance with Section .10 of this procedure;

6. Officer involved crashes;or

7. Other—any purpose not listed in this procedure shall have prior documented approval by a supervisor.

B. Personnelrequiringaccess to locked videos will send a request for access/iviewing of the specific DMEthroughtheir
chain-of-command.

C. Personnelreviewing DMEshall manually documentname, badge number, andthe purposeoftheirviewing in the
“notes” field in the BW Capplication.
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E

An Officer is entitled to access any police originated DME recording of an incident involving the Officer before the
Officer is required to make a statementabout theincident.

The making of unauthorized copies is prohibited.

15 USE OF BWC OFF-DUTY

A.

Officers working Off-Duty Employment or Outside Employment, with an approved off-duty employmentpermit as
an extension of police services, shall utilize their BWCs in accordance with this procedure. However, Officers s hall
not utilize their BW C equipment while working NSA assignments.

Off-duty Officers involved in an incident, where the BWCis usedto collect DME, shall notify dispatch fora CFS or
Case numberto be assigned, sothat proper tagging of the DMEcan occur.

Officers requiring the use of BWC for off duty employment are allowed to utilize the BWC with video not yet
uploaded.

Officers shalldockand upload their BWC on their next regularly scheduled tour of duty or within 72hours of their
last regular duty assignment (in an effort to prevent loss ortampering of evidence). An Officermay request to go
beyondthe 72-hour period with the approval of a Sergeant orabove, as per Section .13C of this procedure.

Officers working Extended Off-Duty hours (i.e. Courtesy Officer or Rodeo, etc.) shall not work more than
fourteen (14) consecutive days without docking their BW C fora “rest period” oftwenty-four (24) hoursto allow it
to upload allvideo content, charge the battery and transmit / receive firmware updates and systemmaintenance.

If, while off-duty, the officer’s BW Cis lost / damaged, the officer shall referto Section .09E of this procedure to
obtain areplacement.

.16 TRAINING VIDEOS

A.

Officers/Supervisors aware of recorded files containing material that may be deemed beneficial as training material
shalldirect notification up the chain-of-command.

The Training Academy Commander may, with the approval of the Chief of Police, use such recording for training
purposes, taking into consideration pending judicial and/or administrative investigations.
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17

Subsection B. Critical Incident Information Release

INTRODUCTION

A.

This section reflects the San Antonio Police Department commitment to enhancing public trust and increasing
transparency in relation to the handling of “Critical Incidents” (defined below), specifically where an officer
involved shooting occurs. SAPD recognizes the significance of providing the public with information related
to critical incidents, especially those where police interactions with the public result in serious injury ordeath of an
individual. However, the release of information must be balanced with other sound public policy objectives,
including privacy and due process.

This section establishes criteria for cases when SAPD will release video recordings and 911 records related to
Critical Incidents. Releasing of video recordings and other information will be consistentwith applicable State Law,
confidentiality, and privacy laws and with the objective of notcompromising ongoinginvestigations.

Understanding that a video recordingalonedoes not provide theentire account ofevents ofan interaction with a
police officer, SAPD may provide context that may include 911 calls, still photographs, witnesses’ recordings,
narratives, and other information that will help describe the incident and place the recordings and audio in the
appropriate context.

18 CRITICALINCIDENTS DEFINED

A.

Forpurposes ofthis section, Critical Incidents are defined as follows:
1. Officer-Involved Shootings: Use of a firearm by a police officer that causes serious bodily injury or death
2. Use-of-force: Use of force by a police officer that results in death or serious bodily injury

3. A critical incident does not apply to officer-involved shootings of an animal, an unintentional discharge
during pre-shift equipmentchecks, or during training qualifications onthe firing range.

4. Any other police encounter where the Chief of Police determines thatreleasingofavideorecording serves a
law enforcement purpose.

19 RELEASETIMELINE

A.

The Department will post audio and video recordings of Critical Incidents, after approval by the Chief of Police, 60
days afterthedateofan incident.

Critical Incidents where domestic violence is involved or suspected will not be released unless the Chief of Police
determines it serves a lawenforcement purpose.

Critical Incident recordings willbe posted in the SAPD websiteand keptfor 12 months.

Except where release is prohibited by law, any decisionto delay release beyondthe 60 days in this procedure will be
posted onthe Department’s website stating the reason(s) for the delay. The recording should be releasedas soon as
the reason(s) forthe delay has beenresolved tothe satisfaction ofthe Chief of Police.

Reasonsto delay therelease ofa recordingwill be determined by the Chief of Police and may include:

1. To protectthesafety ofthe individuals involved

2. Toprotecttheintegrity of an active investigation

3. Toprotect confidential sources
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F.

4. To protect theconstitutional rights of an accused

If the Chief of Police determines that a recording of a Critical Incident will not be released to the public, in
accordance with this procedure, the Department will post a statement stating the reasons for the decision
within 60 days ofthe incident.

20 INFORMATION TOBE RELEASED

A.

The Chief of Police has discretion to publicly release, in whole or in part, any video recording related to a critical
incident as defined in this procedure.

Release ofany information relatedto juvenile suspects, including recordings, is prohibited by Texas lawand will not
be released.

21 VIDEORELEASEPROCEDURES

A.

The Police Media Services Unit will be responsible for preparing therecording of the Critical Incident for public
release, with the contents to be reviewed by the City A ttorney’s Office forlegal compliance with applicable state
and federal law.

Once the release of the recordings is approved by the Chief of Police, the Media Services Unit will make the
following notifications 24to 72 hours priorto the release:

1. Officers depicted in the video

2. Subjectupon whomforce was used orsubject’s legal counselifapplicable
3. Ifsubjectis deceases, the next of kin will be notified

4. City Managerand City Attorney

5. City Manager will notify Mayorand Council

6. District Attorney’s Office

22 RELEASE-LIMITEDWAIVER

A.

The release of any specific recording does not waive the Department’s right to withhold other recording or
information in the same case orany other case, as permitted by law. This procedure is not intended to displace or
supersede any legal right or remedy available to any entity, and it is also not intended to prevent or hinder
compliance by the Department with respect orany legal disclosure requirements.
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Subsection A. Operations

.01 INTRODUCTION

.02

.03

The purpose ofthis procedure is to establish guidelines for the operation of Body Worn Cameras (BW C) assigned to San
Antonio Police Officers for capturing audio/video evidence of police interactions including, but not limited to, traffic
violations, field interviews, field sobriety testing, and/or other official police activity.

TERMINOLOGY

Body Wormn Camera (BWC) means a bodily worn digital recording system and its components used to record
audio/video during police interactions.

Digital Media Evidence (DME) means analog or digital media, including, but not limited to, electronic recordings of
video, photograph, audio, film, magnetic and optical media, and/or the information contained therein digitally committed
to file and of probative value that is stored or transmitted in binary form.

Body Worn Camera Status

1) Off —the camera is not on. In this mode, the camera does not have powerand will not record video or buffering
video but does record button presses.

2) Buffering Mode (ON)—the camera is powered onbutnotrecording. In this mode, the camera stores a 30 second
history in flashmemory priortothestartofthe BWCDMErecording. Whentherecording is started the buffering,
recording becomes part ofthe BW CDME. Officers are required to leave their BW Cpowered ON for their entire
shift, except when on a Personal Relief Break.

3) Recording—the camerais powered on andrecording a video. An officer starts a recording by pushing the event
buttontwice. A recording is stopped by a “long” press ofthe event button.

Buffering Video means the video stored in the flash memory ofa Body Worn Camera that captures events prior to a
recording being started.

POLICY

A. Tltis the policy of the San Antonio Police Department to present for prosecution audio/video evidence of traffic and
otherlaw violations as outlined in Section .06 ofthis procedure. To this end, Officers with properly functioning BWC
equipment shallrecord all events surrounding the contact, stop, detention, interview, and arrest of suspected violators
and maintain this recorded evidence for consideration in criminal prosecution.

B. All DME generated on Department-owned BW C equipment is the property of the San Antonio Police Department.
The copying or reproducing of any DME generated by members of the Department for use outside of Department
businessis prohibited. Requests for copies will be processed by the Department’s Video Evidence Custodian.

C. Distributionofany DMEgenerated by Departmentmembers in any format or forany purposemust be in compliance
with this procedure and applicable unit SOPs.
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D.

All Officers assigned BWC equipment issued by the Department shall be properly trained in its functions and
procedures beforeuse. Uniformed officers thatregularly engage or have contact with the public shall wear their issued
BWC during theirtour of duty. Officers wearing any otheruniformshould have theirissued BW Creadily available
for use as outlinedin this procedure

The BWCprogramshallbe reviewed and updated continuously by the Body Worn Camera Unit as the programmoves
forward. Individual Sections/Units shall be responsible to document their individualized utilization of cameras, which
are in line with this procedure but not defined in this procedure, in their respective Standard Operating Procedures
(SOPS). Examples may include utilizing the BWC for interviews/interrogations, training and other section/unit
specific activities.

Failure to record activities as laid out in this policy will not be considered a policy violation as long as reasonable
justification is documented. Any justification for failing to activate the body worn camera because it is unsafe,
unrealistic, orimpracticable is based on whether a reasonable officerunder the same or similar circumstances would
have made the same decision (Texas Occupations Code Sec 1701.657 (d)).

.04 ADMINISTRATIVE

A.

B.

C.

All generated DMEwill be retained according to Section .12 of this procedure.
DME shallnot be altered, modified, misused, or tampered with.
Any disabling ofthe BW Csystemin any manner is prohibited.

Any unauthorized decals, emblems, symbols or other advertisement affixed to the device are prohibited. A label
containing identifiable markings, affixed to the rear of the BW Cdevice notvisible while worn is authorized.

Standardized viewing privileges of DME for administrative and investigatory purposes shallbe as follows:
1. All Officers will be able to view theirown DME;
2. Detective-Investigators and above willhave viewing privileges forall DME.

All generated BW C DME associated with a Call for Service number should be identified and labeled by the DME
system, as long as the officeris assigned to a CFS priorto the beginning oftherecording,

.05 STARTUP

A.

Officers shall ensure that the BWCis operational by powering the unit on and confirming the status ofthe indicator
LED’s.

Officers shall ensure proper alignment and positioning ofthe BWC on the frontofthe Officer’s outer most garments
(nothing shall be placed in front of the camera in such a manner that it interferes with or obstructs the recording of
video at any time during the course of the Officer’s duties, this includes any object that prevents the camera from
recording both video and audio).

Officers shallkeep their Body W orn Camera in buffering mode (ON) throughouttheir shift. Officers shallnot change
the operation oftheir Body Worn Camera that prevents the camera fromcapturing the buffering video, the video and
audio oftheircalls.

.06 RECORDING

A.

Officers are not required to advise citizens they are being recorded and are prohibited from showing any citizn a
video which theyrecorded; furthermore, Officers should notstart/stopthe BW Csolely uponthe request ofa citizen.
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B. Officers shallcreate a Call for Service (CFS) for any self-initiated video at the time ofrecording. Officers shallstop
recording attheend ofeach CFS numberand starta separate recording for eachnew CFS number assigned or initiated.

C. Officers shalluse therecordingto gather pertinent information for composing reports, training, and investigatory
purposes.

D. Officers shall begin recording the following events and continue recording until the event is concluded; (Any
deviations will require a supervisor’s approval and mustbe documented in the Officer’s video, report, or CFS comment
entry field in accordance with Section .07 ofthis procedure):

1. Upon observationof'suspicious or criminal behavior;
2. Officer-initiated contacts:
a. Arrest,
b. Field Contacts,
c. Traffic/Pedestrian Stops,
d. Vehicle/Foot Pursuits;
3. During all prisoner or witness transports. Ifan officer arrives at a facility that is recorded, such as Public Safety
Head Quarters (PSHQ) orthe Magistrate’s Office, the Officer may eease stop recording upon entering the facility

or transferring custody ofthe prisoner/witness;

4. In instances where the Officer reasonably believes that the recording may provide evidence in criminal
investigations;

5. Service of any search or arrest warrants on the premises of a residence, business or building, if the Officer is
assistingin suchservice of search orarrest warrants; and

6. Citizen-initiated contacts or flagged downrequests for public safety services.

E. Officers shouldbegin recordinguponreception oforresponse to CFS, whether dispatched ornot;to include assisting
outside agencies (Federal, State, County or Municipal.) However, officers shall begin recording prior to arriving at
the scene.

F. Subsequent arrest, handcuffing and search of violators should take place in view ofthe camera when practical and in
accordance with Departmental policies. All arrests, handcuffing, and searches occurring out of view of the camera
must be documented in the Officer’s video, report, or CFS comment entry field in accordance with Section .06 ofthis
procedure.

F. Officers shallnotstop ormute a recording during a public encounter or assigned CFS, except for the following reasons.
1. Officers may stop and/or mute:

a. While conferring with undercover/covertofficers frominvestigative divisions, or confidential informants or
with federal officers/agents. However, officers shall un-mute prior to continuing or taking any law

enforcement action;

b. Personalrelieforbreakand;
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Officers may momentarily mute only:
a. Conversations that involve police and/or casetactics or strategy and;

b. Personal emergency matters ofa sensitive nature(i.e. family emergency, medical emergency, catastrophic
event).

Officers may mute, with Supervisors approval only, where Officers duties are unlikely to lead to information
relevant to a case, (i.e. directing traffic, preserving a crime scene). The BWC audio shall be reactivated
immediately if the circumstances changeor any police action is to be taken.

G. Allstoppages and/ormuting, otherthan accidentalrecording, ofthe BWCmust be verbally documented—stating a
specific reason—intheofficer’s video, and in writing in the officer’s report or CFS comment entry field in accordance
with Section .07 ofthis procedure.

H. When an Officer makes the decisionto start an investigation, or at the startofthe initial CFS, the officer may
verbally articulate facts or observations thatmay be noteworthy. This articulationmay continue throughout the
entire recording. (Note: This does not apply to DWI investigations, Procedure 507,Sec.04.)

I. Officers shallnot:

1.

10.

11

Mute/Stop BW C DME Recordings where other members ofthe department are off duty and a subjectofthecallin
which the member was not actingunder thecolor ofhis or her authority.

Intentionally create DMErecordings ofthemselves or other employees in areas where a reas onable expectation of
privacy exists such as lockerrooms, restrooms, etc.

Be assignedto anew callbefore the end oftheir current call, due to video recording restrictions. . Officers will
notrequesta dispatcherto “put a callon hold” to briefly make the scene ofanother call then return to the
original call on the same recording.

Use the BWC for the clandestine recording of'the voice or image of a member of the Department unless
specifically authorized by the Office ofthe Chief.

Knowingly record undercover officers or confidential informants.

Use Departmentally-owned BW Cequipment to record any type of personal activities.

Allow non-sworn personnel to view the DME video without permission from the Officer’s immediate supervisor.
Governmental employees who aredirectly involved in the investigation and/or prosecution ofa criminal case related
to the DME video or who work in Internal A ffairs or IT Services supporting BW C are exempt fromthis provision.
Create recordings in patient care areas of any medical or mental health facilities unless therecording is for official
police business such as a criminal investigation, dying declaration, Horizontal Gaze Nystagmus (HGN) on injured

drivers, ora specific call for police service, in compliance with Federal HIPA A regulations.

Record any court facility, legal proceeding (i.e. deposition, city council meetings) or, secured governmental
facility.

Upload orconvert DME foruse on any type of social media.

Connect BWC equipment to any unauthorized computers, phones, tablets or similar devices, either wirelessly or
by the use ofacable.
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Officers shall notify a Supervisor immediately if he/she accidently records, or is aware of any of the listed
incidents:

1. AnOfficer, SAPD employee, COSA employee, or authorized person in a designated private area (i.e. restroom,
lockerroom), accessible to the Officer, shallnotify a supervisor immediately ofthe recording;

2. Anindividualin a designated private area (i.e. restroom, locker room) where the video is non-evidentiary;

3. A Personalconversationamong Officers or other employees, where the video is non-evidentiary;

4. Supervisors shallmake notifications as listed in this procedure section 12.E.

When responding to a call or initiating any activity in which an explosive device, suspected explosive device or
Hazardous Materials Environment is present, the officer will, prior to exiting their vehicle, ensure that their in-car
systemis recording and remove their microphone and/or BWC and leave it in their vehicle. The removing of the

microphone and/or BWC and leaving it in the vehicle must be clearly documented in the officer’s report or CFS
comment entry field.

07 WHENABODY WORN CAMERAVIDEO CAN BE STOPPED

A.

Unless otherwise permitted by this procedure, oncethe BW Cis recording, it shall remain recording until the incident
has concluded.

Forthe purpose ofthis section, conclusion ofthe incident has occurred when:

1. Allarrests have beenmade and arrestees havebeen transported and released fromcustody;

2. All witnesses and victims have been interviewed; and

3. The continuedrecording will not serve to obtain additional evidence.

All stoppages and/or muting, other than accidental recording, ofthe BW Cmust be verbally documented—statinga
specific reason—in theofficer’s video, and in writing in the officer’s report or CFS comment entry field in
accordance with Section .07 of this procedure.

Failure to record activities as laid out in this policy will not be considered a policy violation as long as reasonable
justification is documented. Any justification for failing to activate the body worn camera because it is unsafe,

unrealistic, orimpracticable is based on whether a reasonable officerunder the same or similar circumstances would
have made the same decision (Texas Occupations Code Sec 1701.657 (d)).

.08 BWC DME UPLOADS

A.

B.

Officers will upload video in accordance with the specific device’s operational instructions.

The officer shall enter any pertinent information associated with each video (e.g. citation #, warning #, etc.), in the
CFS/Casenotes sectionof CAD before being placed in service.

Officers shallannotatein theirreports theexistence orabsence ofany associated BW C DME.

Prior to the end oftheir duty day the officer will go to a designated docking stationand uploadthe BWCDME. The
DME will then be uploadedto the departments contract cloud-based storage.

Special/Exigent Circumstance DME Uploading.
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1. If Officers are involved in collisions and/or are otherwise unable to return to the substation, supervisors shall
adhere to the following:

a. Thenotified supervisor or Patrol Supervisor shall coordinatethe retrieval and upload ofthe BWC;
b. The Crime Scene Investigator Supervisor will then upload the BW C (ifapplicable);
c. Uponcompletionofthe videoupload, the BW Cmust be returned to the Officer’s supervisor.
2. Critical Incidents
a. Upon the conclusionofa critical incident, all Officers will return to the appropriate facility in orderto have
all DME uploaded. The BWC device will not be returned to service until all DME has been removed and
completion confirmation ofupload has beenreceived by the CSIsupervisor ordesignee.

F. All video must be uploaded before the Officer’s next assigned shift. No Officer is permitted to take a BW C home
while it still contains video on it, unless authorized by the on duty Sergeant or in accordance with Section.16 of this
procedure.

.09 EQUIPMENT
A. On anindividualbasis, Officers will sign for and be issued a BWCas well as the device’s associated accessories. It

will be the Officer’s responsibility to ensure theirissued BW C device is fully charged. available and operable prior to
theirtourofduty.

B. No member assigned BWC equipment shall alter, modify, reuse, tamper with or disable the device or associated
accessories in any manner.

C. Officers assigned BW C equipment are responsible for ensuring the equipmentremains in operating condition. Officers
shall notify their immediate supervisor of damaged or malfunctioning BW C equipment and complete SAPD Form
BWC2, Body Worn Camera Equipment Replacement Receipt.

D. Officers shall report lost/damaged/malfunctioning BWCs to their immediate supervisor. A written report shall be
completed as directed by the Officer’s SOP forlost ordamaged items.

.l Replacement cameras can be obtained through:
a. The Body Worn Camera Unit or;

b. TheReady Roomat Public Safety Headquarters (a supervisormust check out the key from RMC). When a
supervisorreplaces an officer’s camera, the supervisor shall assign thereplacement camera to the officer and
complete formBW C2, which is located in the Ready Roomat PSHQ.

.10 VIDEO COPIES/RECORDS REQUEST

A. Requests by non-criminal justice agencies/individuals for DME will be handled under the Open Records Act in
accordance with GM Procedure 323, Release of Police Records.

B. A copy (forinternaluseonly) of DME file may be requested through the Video Evidence Custodian or their designee.
If such copy s provided, thefile shallnot be further copied exceptby the Video Evidence Custodian or their designee.

C. Requests for DME fromother criminal justice agencies are to be submitted in writing onagency letterhead and signed
by the agency’s Chief Executive Officer to the Video Evidence Custodian or their designee. Request letters may be
emailed PDCoban VideoRequests@sanantonio.gov.
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1. Requests for DME for prosecutorial purposes may be submitted directly to the Video Evidence Custodian or therr
designee.

2. Requests for DME from defense attorneys in county, district, or federal courts must be made through the
appropriate prosecutor.

All copies of DME will be produced by the Video Evidence Custodian or their designee. A copy is defined as a
reproduction ofthe primary recording ofthe event.

The cost for producingthe DME will be determined by the Records Unit.

All otherrequests for DMEshould be referred to the Office ofthe ChiefofPolice.

An automated internal electronic data access log (chain-of-custody) will be generated and kept for every DME file
produced via BWC to document the authenticity of the DME. Members shall be prepared to justify the reason for
accessing/viewing DME.

Therelease ofall digital evidence created/generated through the use of BW C will only be conducted underthe

statutes and limitations outlined in the Texas Occupation Code, Title 10. Occupations Relatedto Law Enforcement
and Security, Chapter 1701. Law Enforcement Officers

.11 COMPLAINTS RECEIVEDVIDEOREVIEW

A.

When a complaint is received alleging misconduct involving an Officer who is assigned a BWC, the following
procedures shall be followed:

1. The Officer’s immediate supervisor or Internal A ffairs Unit shall determine ifany police originated DME exists.

2. ThesupervisororInternal A ffairs Unit shall view the video(s) ofthe incident in question and determine if there
is any cause forthe allegations in the complaint.

3. Ifnocauseis determined, the supervisor or Internal A ffairs Unit shall contact the complainant and advise them
police originated DMEexists forthe incidentand thatno misconduct was observed.

4. The supervisor or Internal A ffairs Unit shall advise the complaining party that they may make an open records
requestfor copy/copies ofthe police originated DME.

5. Thesupervisoror Internal A ffairs Unit shall proceed with their established protocols if misconductis determined.

An Officer who is the respondentto a citizen, oradministrative complaint, shall have the ability to review any police
originated DME and/or any police originated DME audit trail of the incident in question.

The Internal Affairs Investigator may, for the purposes of an investigation or complaint, export or copy any and all
police originated DMEas needed.

12 VIDEO CATEGORIZATION AND RETENTION

A.

B.

Afterstopping the recording, Officers shall apply theproper call disposition code to thecall.

Video retention willbe computer generated based onthecall disposition codethe officer entered. All generated BWC
DME associated with a Call for Service number should be identified and labeled by the DMEsystem, as long as the
officeris assignedto a CFS priorto the beginning ofthe recording.
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VIDEO CATEGORIZATION AND RETENTION PERIODS
Category Retention Schedule
Admin Retention 5 years
Admin/Default, Crash, N-Code 180 days
Felony (Capital & First) 50 years
Felony (Second, Third & State), Recovered Stolen Veh, 10 years
DWI
Misdemeanor Offense Report 2 years
Open Records Request 4 years
Police Act 30 Mon Retent 900 days
Reportable Incident, Traffic 2 years
Training 15 days
Uncategorized, Restricted, Pending Review Until Manually Deleted

C. Any/allvideos initially categorized orupgradedto a Capital Felony or First-Degree Felony must be retained fora
minimum of50 years (18,250 days) in accordance with the Texas State Library and Archive Commission (Record#
PS-4125-05b). Capital Felony/First Degree Felony, orany other video having evidentiary value, which needs to be
retained past the standard retention period, must be identified by a Detective Investigator ora supervisorandhave a
hold request with an expiration date forwarded to the Records and A dministration Office throughthe chain of
command.

D. Any video thatbecomes part ofan internal investigation will:

1. Have all viewing privileges blocked out with the exception of personnel assigned to the Professional
Standards/Internal A ffairs Unit, the Shooting Team, or as assigned by the Chief of Police. This will be done in
“active case management” and canbe done remotely by those with administrativerights.

2. Beplaced onhold forindefiniteretentionuntil it is no longerneeded.

E. Non-evidentiary, accidental recordings tagged under category A dmin Default, which contain personal and/or sensitive
material, and which fall under Section .06J, may be deleted when:

1. Animmediate supervisoris notified in writing; the supervisor notifies a systems administrator, who will res trict
the video;

2. Reviewed by a supervisor fromthe office ofthe Chief of Police;

13 SUPERVISOR RESPONSIBILITIES

A. Supervisors shall ensure Officers are using the recording equipmentaccording to established guidelines, policies, and
procedures.

1. Supervisors,ona quarterly basis, willreview at least onerecording for all Officers under their command toensure
proper usage of recording equipment and adherence to established policy and procedures and where the officer
had interaction with a citizen in their official capacity as a peace officer (Operational Conduct).

OPERATIONAL CONDUCT- Activity and/or action undertaken by a sworn member of the Department (T exas licensed

Peace Officer) while actingin their official capacity and exercising their police powers. Thisincludes actionstaken while on
duty or off duty employment.

2. Supervisors willreview any category ofrecordings except A dmin/Default, in accordance with Section.11 ofthis
procedure.
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3. Supervisors will take corrective action for any procedural violation they observe and document the findings on
the proper form.

4. Supervisors will identify and document the video they reviewed on the appropriate departmental form. All reviews
shall be doneno later than the 15" day after the quarter has ended. Supervisors shall provide an explanation in
the “notes” section forany officer who did nothave any videos reviewed during the quarter. Reviewing timelines
are as follows:

Starts Ends Review Deadline
Quarter 1 January 1% March 31% April 15"
Quarter 2 April I June 30" July 15®
Quarter 3 July 1* September 30" October 15"
Quarter 4 October I December 31 January 15"

B. Supervisors shallrecord all incidents (i.e. use of force, Officer-involved accidents, and complaints against Officers)
when requested orrequired torespond, in additionto thoselisted under Section .06D ofthis procedure.

C. Supervisorsshall view the recordings ofalluse of force incidents, police vehicle crashes, and police pursuits prior to
completing their evaluations.

D. Supervisors may view the recordings oftheir subordinates in the field at any time during the shift.

E. Minorinfractions (non-criminal) discovered during the routine reviews ofrecorded material should be addressed by
the reviewing supervisor, including retraining when appropriate. Disciplinary actions willbe addressed in accordance
with GM Proc. 303, Disciplinary Procedures.

F. Any supervisormade aware ofa damaged or malfunctioning body worn camera shall arrange forreplacement of the
body worn camera. Supervisors shallreplace the damaged/malfunctioning BW Cin accordance with Section .09E of
this procedure.

.14 REVIEWINGDME

A. Theviewing ofvideos is restricted for officialuse only. Videos may be viewed forthe following purposes:

1. Criminal investigations;

2. Internal Affairs or complaint reviews in accordance with Section.11 of this procedure;
3. Pursuits;

4. Useofforcereviews;

5. Open Record Requests (ORRs) in accordance with Section .10 ofthis procedure;

6. Officer involved crashes;or

7. Other—any purpose not listed in this procedure shallhave prior documented approval by a supervisor.

B. Personnelrequiringaccess tolocked videos willsend a request foraccess/viewing ofthe specific DMEthrough their
chain-of-command.

C. Personnel reviewing DME shall manually document name, badge number, and the purpose of their viewing in the
“notes” field in the BW Capplication.
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D.

E.

An Officer is entitled to access any police originated DMErecording ofan incident involving the Officer before the
Officer is required to make a statementabout the incident.

The making of unauthorized copies is prohibited.

.15 USE OF BWC OFF-DUTY

A.

Officers working Off-Duty Employment or Outside Employment, with an approved off-duty employment permt as
an extension ofpolice services, shallutilize their BW Cs in accordance with this procedure. However, Officers shall
not utilize their BW C equipment while working NSA assignments.

Off-duty Officers involvedin an incident, where the BW Cis usedto collect DME, shallnotify dispatch fora CFS or
Casenumberto be assigned, sothat propertagging ofthe DME can occur.

Officers requiring the use of BWC for off duty employment are allowed to utilize the BWC with video not yet
uploaded.

Officers shalldockand upload their BW Con theirnext regularly scheduled tour of duty or within 72 hours oftheir
last regular duty assignment (in an effort to prevent loss or tampering of evidence). An Officer may request to go
beyondthe 72-hourperiod with the approval ofa Sergeant orabove, as per Section .13C ofthis procedure.

Officers working Extended Off-Duty hours (i.e. Courtesy Officer or Rodeo, etc.) shallnot work more than fourteen
(14) consecutive days without docking their BW C for a “rest period” oftwenty-four (24) hours to allow it to upload
all video content, charge thebattery and transmit / receive firmware updates and systemmaintenance.

If, while off-duty, the officer’s BWC is lost / damaged, the officer shall refer to Section .09E of this procedure to
obtain areplacement.

.16 TRAINING VIDEOS

A.

B.

Officers/Supervisors aware of recorded files containing material that may be deemed beneficial as training material
shalldirect notificationup the chain-of-command.

The Training Academy Commander may, with the approval of the Chief of Police, use such recording for training
purposes, taking into consideration pending judicial and/or adminis trative investigations.
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Subsection B. Critical Incident Information Release

.17 INTRODUCTION

A. This section reflects the San Antonio Police Department commitment to enhancing public trust and increasing
transparency in relation to the handling of “Critical Incidents” (defined below), specifically where an officer involved
shooting occurs. SAPD recognizes the significance of providing the public with information related to critical
incidents, especially those where police interactions with the public result in serious injury or death of an
individual. However, therelease of information must be balanced with other sound public policy objectives, including
privacy and due process.

B. This sectionestablishes criteria for cases when SAPD willrelease videorecordings and 911 records related to Critical
Incidents. Releasing of video recordingsand other information will be consistent with applicable State Law,
confidentiality, and privacy laws and with the objective of not compromising ongoing investigations.

C. Understanding that a video recording alone does notprovide the entire account of events of an interaction with a police
officer, SAPD may provide context that may include 911 calls, still photographs, witnesses’ recordings, narratives,
and other information that will help describe the incident and place the recordings and audio in the approprate
context.

.18 CRITICALINCIDENTS DEFINED

A. Forpurposesofthis section, Critical Incidents are defined as follows:

1. Officer-Involved Shootings: Use ofa firearm by a police officerthat causes serious bodily injury ordeath

2. Use-of-force: Use of force by a police officer that results in death or serious bodily injury

3. A critical incident does not apply to officer-involved shootings of an animal, an unintentional discharge
during pre-shift equipmentchecks, or during training qualifications onthe firing range.

4. Any otherpolice encounter where the ChiefofPolice determines that releasing ofa video recording serves a law
enforcement purpose.

19 RELEASETIMELINE

A. The Department will post audio and video recordings of Critical Incidents, after approval by the Chief of Police, 60
within 30 days after ofthe date ofan incident.

B. Critical Incidents where video release is prohibited by law will not be released, for example where the incident
involvesajuvenile

BC. Critical Incidents where domestic violence is involved or suspected willnot be released unless the Chiefof Police
determines it serves a law enforcement purpose.

€D. Ciritical Incident recordings willbe posted in the SAPD websiteand keptfor 12 months.
DE. Except whererelease is prohibited by law, any decisionto delay release beyond the 6930 days in this procedure

will be postedon the Department’s website stating thereason(s) for the delay. The recording should be released
as soonas thereason(s) forthe delay has beenresolvedto the satisfaction ofthe ChiefofPolice.

EF. Reasonstodelay therelease ofarecordingwill be determined by the ChiefofPolice and may include:
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To protect theintegrity ofan active investigation

To protect confidential sources

— l tationalrichisof I

EG

If the Chief of Police determines that a recording of a Critical Incident will not be released to the public, in
accordance with this procedure, the Department will post a statement stating the reasons for the decision
within 69 30 days ofthe incident.

20 INFORMATIONTOBE RELEASED

A. The Chief of Police has discretion to publicly release, in whole or in part, any video recording related to a critical
incident as defined in this procedure.

B. Release ofany information related to juvenile suspects, including recordings, is prohibited by Texas law and will not
bereleased.

21 VIDEORELEASE PROCEDURES

A. The Police Media Services Unit will be responsible for preparing the recording of the Critical Incident for public
release, with the contents to be reviewed by the City Attorney’s Office forlegal compliance with applicable state and
federallaw.

B. Oncethereleaseoftherecordings is approved by the ChiefofPolice, the Media Services Unit will make the following
notifications 24 to 72 hours priorto therelease:

L.

2.

5.

6.

Officers depicted in the video

Subject upon whom force was used or subject’s legal counselifapplicable
If subject is deceases, the next ofkin will be notified

City Manager and City Attorney

City Manager will notify Mayor and Council

District Attorney’s Office

22 RELEASE—-LIMITED WAIVER

A. Therelease ofany specific recording does not waive the Department’s right to withhold other recording or information in
the same case or any other case, as permitted by law. This procedure is not intended to displace or supersede any legal
right orremedy available to any entity, andit is also notintended to preventor hinder compliance by the Department with
respect orany legal disclosurerequirements.
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